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Introduction

This reference guide is aimed at managers who will be
responsible for managing users within RiskMan where
RiskMan is configured to use network logins. This guide is
used in conjunction with the respective RiskMan User
Permissions Descriptions Guides which can be accessed
from the Help -> References Guides page

Note: Some of the naming conventions used in this document may
not be the same as the ones in your RiskMan system; however the
concepts will still apply

How do | access the User Profiles to create,

modify or delete a user?

To create a new user you will need to navigate to the
Administration -> User Permissions -> User Profiles page

® | O| My workspaca | Management | administration | Reports | Help | Log out usER: svmmr«mw:unmmj

[“Generat Y incuen Y Quaity Actvity Y fusk Y Feschock
User Profiles (General)

User Registry. o var

Rabuld ‘Select user List wew_|

Tachude Daleted) Expired Users in Search:
# Saclede DubetudSxpired Upars from wearch:

The User Profiles page is made up of tabbed sections. Each
tabbed section represents the Registers that you have
available in your RiskMan e.g. Incidents, Feedback, Risk,
Quality Activity; with an additional non-register specific tab
called General. Depending on your permissions you may
see all tabs or just some of these tabs

The General User Profile is used to assign User permissions
and Restriction Details that are common across all Registers
as well as the Administrative Permissions

The information under each of the tabs allows you to,
create or modify a user and also to activate/de-activate a
user for a particular register. Users that no longer work for
your organisation are deleted under the General tab only.
Below are the definitions of the sections that are included
under the Register tabs:

o Filter fields - Used to search for an active, deleted or
expired user or users who have no permission under
the specific Register User Profile e.g. Risk

e Login Details - Used to enter the details of a new user
or modify the details of an existing user

e Current/Pending Delegation - Used to create a
delegation on behalf of another user (this section will
only display if the user has the appropriate permission)

e Restriction Details - Used to restrict users’ entry/
update or reporting of notifications/items/activities
based on common fields throughout RiskMan e.g.
Site/Region & Campus/Location restrictions

e Specific Restrictions (not available under the General
and Feedback tabs) - Used to restrict users’
entry/update or reporting of
notifications/items/activities for a specific Register

Note: The Feedback User Profiles will have a Restriction
Details section which will contain a combination of common
and Feedback specific restrictions

e Field Settings (not available under the General tab) -
Specify the status of a field e.g. Hide, Entry Required,
Read Only, Optional Entry on a specific Register. Field
Settings are usually dictated by the user’s assigned
template

e User Permissions - Specify a user’s permissions that
are either common across all registers e.g.
administrative permissions (this is done under the
General tab) or specific to a Register. User Permissions
are usually dictated by the user’s assigned template

Clients who have a User Licence

If your organisation has a User Licence rather than a Site
Licence you will be limited to the number of users that you
can create in RiskMan.

If the number of users is close to the maximum or you have
reached the maximum, the following message will appear
at the top of your User profiles page.

* \ Q| My Workspace | Management | Administration | Reports | Help | Log Out luser: Corinne Kelly (Corinne Kelly)

WARNING: This RiskMan system is currently licenced for a mazimum of 23 users, there are currently 22 active
users on this system.

To increase the number of available user profiles please contact RiskMan International to obtain an updated
licence key.

FGeneral | Incident 1 Qualty Activity Feedback
User Profiles (Incidents)

[select User: ~ |__user Registry New User

22 Users found.

If you have reached the maximum number of users you will
be able to delete and modify existing user but will not be
able to create a new user. You will have the option to
purchase more licences by contacting RiskMan
International Pty Ltd, or delete users that are currently not
using RiskMan
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How do | create a New User?

Users can be setup under any of the tabbed sections of the
User Profile. However when you do create a user,
depending on your RiskMan setup, a user may only be
activated for specific Registers e.g. Incident & Feedback,
but not activated under the Risk or Quality Activity
Registers. All users will be activated under the General tab

Note: At this stage, users will always be activated under the
Feedback Register until this Register is merged into the new
format

Note: If you want to restrict the Registers that a user is
automatically activated for, please contact RiskMan Support -
support@riskman.net.au

In this guide, it will be assumed

e Auser is always activated under the Incident &
Feedback Registers but not under the Risk & Quality
Activity Registers

e The person creating, modifying or deleting a user has
access to all the Register and General User Profiles

Creating a User

If you do not have permission to all the Register & General
User Profiles, a user can be created under one of the
Register tabs or the General tab

Where a user is automatically activated e.g. under the
Incident, Feedback & General tabs, they will be assigned
the “Default” template. This will give the user the minimum
access to RiskMan

If you wish the user to be assigned a different template
then you will need to move between the Registers &
General tab to assign the appropriate template.

If your role is to provide Administrative support to RiskMan
then we suggest that you have permission to all the
Register and General User Profiles

General tab
The General User Profiles only contain the
e User permissions that are common across all Registers

e  The Restriction Details that are common across all
Registers

e The Administrative Permissions

1. Under the General tab press the New User ©® button

@ Quality Activity Feedback

User Profiles (General) e o
[ User Ragistry Save User N User

Urer Name Filter [ b ‘Setect User” List How
[R— Ftae: Type nul o gat unlinked users, % to et linked users onkp.

Risktan User Type Fiter + ) Only Show Expired Users:

User Position Fiter: = ©) Osly.Show Deluted Users:

User Created After Date: Include Deleted Expired Usars n Searchs

& Exclude Deleted Expired Users from search:

[ PR ==
T pprr—
" anea” Search Cancel
e Acept sesiod
eparting Rastrictions
Facity Rastrictions
il I it g AT || | et s sy u«-.w.'l

2. Creating a network user

e Inthe Login Details section, click on the Link
network account ® button and search for the user

Note: The way you search for users will be dependent on how
your IT has configured LDAP. In this example we are using a

“xn

wildcard so that we can find all users whose name starts

with “anne”
e Highlight the user and press Accept Selected ©®

e The user’s details e.g. Username, Display Name (in
most cases) and Email Address will be auto-
populated into the respective fields. The user’s
password won’t be visible

3. Creating a non-network user
e Check the Network account NOT used @ field

e Enter the user’s Display Name, User Name
(logon), Password and Email Address (it is
advisable that all managers have an email address
registered with their User Profile so they can
receive emails from RiskMan). Note that you will
need to meet password complexity requirements,
if your system is configured to mandate this.
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4. For both network and non-network logons

e This user’s RiskMan User Type is ©: Select the
template the user will be assigned to. This is used
as a reference when templates are updated and
changes are applied to all users on that template

e Reset fields to this type ©: Select the template
the user will be assigned to (this will be the same
as the template selected under the This user’s
RiskMan User Type is field). The User permissions
for that template will be updated

Note: All restrictions under the Restriction Details section
will either need to be manually selected for that user, or
will need to be applied through the “Apply Template
Changes” option which will affect all users on that
template - refer to the RiskMan User Templates Guide

e Start Page O: A default start page (the page the
user will be presented with when they first logon to
RiskMan) may display depending on the assigned
template. This can be changed if required

5. Ifrequired, select the user’s overall Restriction Details
@ i.e. the restrictions that are common across all
Registers. Once selected, they will be applied across all
Registers

e Entry/Update Restrictions: If the user can only
enter or update Register specific notifications/
items/activities based on Sites and/or Locations,
select accordingly. To select more than one item in
a list hold your CTRL button and click on the list
items

To view the Location restrictions

o Click on the Filter List button @ under the
Location Restriction box

o Inthe pop-up window, select the Site ®
and press the Filter list ® button

o The list of Locations will populate into the
Restriction Details @ section

o Highlight as required (Hold CTRL key if you
wish to select more than one Location)

Restriction Details (Al restrictions in

No Restrictions in this area have any salacted items.

Entry/Update Restri
Fa

cility Restriction: Location Restriction:

abel untington i
Acacia vate
Eucalyptus Lodge
Wattle Private o

Filter List

bttt g o e Il A ATt b it ot s 0

this section are shared between all modules.)

# | Search for a Location -- Webpage Dia\_ ﬁ

Location Filter:

Facility Filter:  Acacia Privats - 9

Filter List | €

Restriction Details (ANl restrictions in thi

INo Restrictions in this area have any salacted itams.

S i e, GBI | e s G s NI 1 A ]

e Reporting Restrictions: If the user has access to
running Register specific Reports, you can restrict
their access to what they can view in the report
based on any of the displayed fields.

To view the Location restrictions follow the steps
described above under the Entry/Update
restrictions

Note: Additional Entry/Update and Reporting
Restrictions can be added under the Specific Restrictions
section under each of the Register User Profiles. The
Specific Restrictions section is not available under the
General tab

6. To save the user, press Save User ©

Assign a Register Specific Template for the New User

Once the user has been created under the General tab, you
will need to move between each of the other Registers to
ensure the user has the correct permissions to the other
Registers, where applicable.

The following pages describe setting up the new user under
all the Registers that the user will have permission to
access.

Note: Because RiskMan is configured according to the
requirements of each client, the following scenario may not
directly apply to you. It is likely that you will have fewer or more
Registers than what is depicted in this User Guide.
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Incident tab

1. Click on the Incident tab @ and the newly created user
will be displayed (we have assumed the user is
automatically active under this Register)

(1]
Quality Activity Feedback

[resy ey | p—— e Deintn User

— e ———————————e

2. Assign the appropriate Incident Template in the Login
Details section

e This user’s RiskMan User Type is ®: Select the
Incident template the user will be assigned to. This
is used as a reference when templates are updated
and changes are applied to all users on that
template

e Reset fields to this type @: Select the same
Incident template the user will be assigned to. The
Incident fields, User permissions, Field Settings
and any “Restrict to these Reports” and/or
“Restrict to these Journal Types” restrictions for
that template will be updated

Note: All other template specific restrictions will either
need to be manually selected for that user, or will need
to be applied through the “Apply Template Changes”
option which will affect all users on that template - refer
to the RiskMan User Templates Guide

e Start Page ©: If this was selected under the
General tab it will also display here. If not, you can
select a start page from this list.

3.

Restriction Details @: If the user does not have any
Restriction Details then this section will be collapsed.

e To expose the Restriction Details section click on

¥

the icon.

T —r——r—

IQ

e If the user has restrictions this section will be
exposed. If you make any changes to these
restrictions they will affect all Registers the user is
active under (as these are the common
restrictions)

Sarvies Rastrictioa

Specific Restrictions ©: This section will display the
Register specific restrictions

e Highlight the Entry/Update, Reporting and/or
Journal Type Restrictions as required

e Show Only “Alerted” Incidents in Inbox: This
option should only be checked if the user has
access to the Incident Inbox (e.g. Risk/Quality
Managers) and should only see incidents they have
been alerted to

e Show Only “Alerted” Incidents in Reports: This
option should only be checked if the user has
access to the Incident Reports (e.g. Risk/Quality
Managers, Executives, Line Managers) and can
only report on incidents they have been alerted to

e If you restrict the list of reports the user WILL NOT
have access to the Incident Custom Report Builder
on the Incident Reports page to create, modify or
delete Custom Report Layouts

To save the user, press Save User @
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Feedback Tab 2. Assign the appropriate Feedback Template in the Login
Details section @ (refer to the description under the

1. Click on the Feedback tab @ and the newly created
Incident Tab)

user will be displayed

o 3. Restriction Details ©: In this version, there is no
Quality Activit Feedback Teton met _ o .
R Specific Restrictions section. The Site & Location
ser Profiles (Feedback) e
el (e | ot [ o ) [ gt Entry/Update or Reporting restrictions will be carried
,._M%T::,:ZEE‘“’:,_M.M, across from all other Registers. In addition, on the
e Feedback User Profile, the following restrictions can be

+ @ Exclude Deleted/Expired Users from Search:

included

N, T e Show Only “Alerted” Feedback in Inbox: This
option should only be checked if the user has
access to the Feedback Inbox (e.g. Risk/Quality
e ] Manager, Consumer Advocate) and should only
see feedback they have been alerted to

e Show Only “Alerted” Feedback in Reports: This

N ] option should only be checked if the user has
e access to the Feedback Reports (e.g. Consumer
Advocate, Risk/Quality Manager, Executives,
— Managers) and can only report on feedback they

have been alerted to

4. To save the user, press Save User @
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Risk Tab 5.

In our scenario, users are not automatically activated under
the Risk Tab.

1. Click on the Risk tab @

2. A message will display at the top of the page specifying
that the user you have created does not have a record
in the Risk Register User profile i.e. they are not
activated under this Register @

3. If you would like this user to be an active Risk Register

user, press the Save User © button 6

(1)
Quality Activity m Feedback

User Profiles (Risk)

This user does not have a recard in this Register. Save this page to create one. @)
‘Default’ configuration loaded, edit as required.

Unar Ragistry s...u...e N e Oabeta tsar

iy Show sars with e parmiasons i thie ot _Aaboid Salct U Lot m ]

Hotwark Usarmame Fiter: Trpe rll 0 gat uninked e, % to et linked urers only.

4. Assign the appropriate Risk Template in the Login
Details section @ (refer to the description under the
Incident Tab)

Quality Activity m Feedback

User Profiles (Risk)

Updates to user Anne Hayden have been saved. )
- e D) )

Oy Shaw Users vath na permissians in thes register; | Rebuld Select User’ it Now |

Trma mull b gat unlinked uvers, % b2 gat linked uaars sy,

Include users with ma Permissians in Search:
Oy show active wsars in saarch:

e P p— 1Y

Rastrict o these Joumal Trpes,

[r——

B o RGP R SRR

Restriction Details ©: If the user does not have any

Restriction Details then this section will be collapsed

To expose the Restriction Details section click on

¥

the icon.

If the user has restrictions this section will be
exposed. If you make any changes to these
restrictions, they will affect all Registers the user is
active under (as these are the common
restrictions)

Specific Restrictions @: This section will display the

Register specific restrictions

Highlight the Entry/Update, Reporting and/or
Journal Type Restrictions as required

Show Only “Alerted” Risk Items in Inbox: This
option should only be checked if the user has the
following Management Permission: Can Review
Entries in Inbox (e.g. Risk/Quality Managers,
Executives) and should only see Risks they have
been alerted to

Show Only “Alerted” Risk Items in Reports: This
option should only be checked if the user has
access to the Risk Reports (e.g. Risk/Quality
Managers, Executives, Managers) and can only
report on risks they have been alerted to

If you restrict the list of reports, the user WILL
NOT have access to the Risk Register Custom
Report Builder on the Risk Reports page to create,
modify or delete Custom Report Layouts

To save the user, press Save User @
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Quality Activity Tab

In our scenario, users are not automatically activated under

the Quality Activity Tab.

1. Click on the Quality Activity tab ©

2. A message will display at the top of the page specifying

that the user you have created does not have a record

in the Quality Activity User profile i.e. they are not

activated under this Register @

3. If you would like this user to be an active Quality

Activity user press the Save User © button

User Profiles (Quality Activity)

This user does not have a record in this Register. Save this page to create une.e
‘Default’ configuration loaded, edit as required.

s gniry | swvatner (€)) haminer

Dalsta tsar.

iy Share Users it no pormiasions  this register |_Rebuid Select User st o]

Tymn nuil 42 ot unlinknd umars, % b= gat lnkesd uuars sniy

Inchude users with w0 Permissions i Searchs
iy show ative, ne

e, Al s, ey A g .

4. Assign the appropriate Quality Activity Template in the

Login Details section @ (refer to the description under

the Incident Tab)

User Profiles (Quality Activity)
Updates to user Anne Hayden have been saved.
- User Regitry

i G v

Delete User

ety Sk Users with na permissions i this repister | Rebuil Select User' st Mow |

Jiot Delegatas

6., caioms in this saction sre shared batveen sl modules

[ oo e e v o i o

Shaw oy Alerted” Quality Actty item in tnbox. @
‘Netroty Trsived Rastiction

5. Restriction Details ©: If the user does not have any
Restriction Details then this section will be collapsed.

e To expose the Restriction Details section click on

¥

the icon

e If the user has restrictions this section will be
exposed. If you make any changes to these
restrictions, they will affect all Registers the user is
active under (as these are the common
restrictions)

6. Specific Restrictions @: This section will display the
Register specific restrictions

e Highlight the Entry/Update, Reporting and/or
Journal Type Restrictions as required

e Show Only “Alerted” Quality Activity Items in
Inbox: This option should only be checked if the
user the following Management Permission: Can
review entries in Inbox (e.g. Risk/Quality
Managers, Executives) and should only see
Activities they have been alerted to

e Show Only “Alerted” Quality Activity Items in
Reports: This option should only be checked if the
user has access to the Quality Activity Reports (e.g.
Risk/Quality Managers, Executives, Managers) and
can only report on activities they have been
alerted to

e If you restrict the list of reports the user WILL NOT
have access to the Quality Activity Custom Report
Builder on the Quality Activities Reports page to
create, modify or delete Custom Report Layouts

7. To save the user, press Save User @

How do | modify an existing user?

To modify an existing user, ensure you are on the
Administration -> User Permissions -> User Profiles page

Modifications that can be done under any of the Register
tabs where the user is active

e  Modifying the user’s Login Details for a Network
Account: The Display Name, Username, Email Address
and Password will be controlled by your Network
Logins, however all other parts of the Login Details can
be modified if required

e Modifying the user’s Login Details for a Non-Network
Account: All the details under the Login Details section
can be modified except for the Username. If you wish
to modify the Username you will need to delete the
User Profile and create a new one
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e Creating or modifying a delegation for a user: This can
be done under any Register tab where the user is
active, provided you have the Administrative User
Permission: Can modify other users Delegates under
the General tab

e  Modifying the Entry/Update and Reporting Restrictions
under the Restriction Details section, as these are
common across all Registers

Modifications that need to be done under the specific
Register tab

e Changing the user’s assigned template in the Login
Details section

e Activating a user under a specific Register e.g. Risk or
Quality Activity Registers

e  Modifying the Entry/Update and Reporting Restrictions
under the Specific Restrictions section as these are
specific to a Register

It is strongly recommended that User Permissions and Field

Settings are not modified under a specific User Profile, if
the user is assigned to one of your main Templates e.g.
Default, Manager, Executive, Risk Manager. This is because
if any of these templates are modified and an “Apply
Template Change” is done across RiskMan, the user’s field
settings and user permissions will be overwritten.

If the user is assigned a template where the users on this
template have special needs that are dictated by their User
Profile, then you can modify the user’s individual field
settings and user permissions. Ensure the template that
these users are assigned to is never modified

Searching for a User

m Quality Activity Feedback

User Profiles (General)

f— Qo - "] ——

[rre—— = 3)

Matuork tisersame Fates: s Al 85 et nliakiad isbars, % 5 et linkad isara ondy.

9< RskMan Uses Type Filtar: « | Only Show Expired Users:

User Position Fiter: ~ ) Only Show Deleted users:
User Craated After Date: nchude Debeted Expirad Users in Search:
= 8 Bxclude Duleted/Expirad Usars from sesrch:

Under any of the Register or General tabs, locate the user
1. Select the user from the Select User @ list or
2. Enter filter criteria in one of the filter fields @

e  Press “Rebuild ‘Select User’ List Now” ©

e Select the user from the Select User © list

Modifications: Template Changes & Specific
Restrictions

1. Click on the specific Register tab @ and locate the user

2.  Modify the Template changes in the Login Details ® as
required

e This user’s RiskMan User Type is: Select the
template the user will be assigned to for the
selected particular Register. This is used as a
reference when templates are updated and
changes are applied to all users on that template

e Reset fields to this type: Select the same template
as selected in the This user’s RiskMan User Type is
field. The User permissions, Field Settings and any
“Restrict to these Reports” and/or “Restrict to
these Journal Types” restrictions for that template
will be updated

Note: All other template specific restrictions will either
need to be manually selected for that user, or will need
to be applied through the “Apply Template Changes”
option which will affect all users on that template - refer
to the RiskMan User Templates Guide

3. Modify the Specific Restrictions © as required

4. Press Save User ©

General Incident Quality Activity isk Feedback

User Profiles (Incident)

SelectUser: anna Hapdan (Anne Hardan) = Unar Ragistry o User Wewtser | Deletauser |

Gy Shaw tsars with ns permissians in this register: | Rabuld ‘Select Uaes Lint Wew

Troa mull b gak unlinked uaars, % ta gat linked ussrs sy,

Anclude users with na Paremisuans i Search:
Only shem active wsers im saarcht

Limbad nutwork scemunt 4

SO e S e
Example: Modifying a User under the Incident Register User Profile
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Modifications: Login Details & Restriction Details

1. Click on the specific Register tab @ and locate the user
2.  Modify the Login Details ® as required

e |f the useris a network user their username,
password, email and in most cases display name
will be controlled by your IT Dept and therefore
cannot be modified in the User Profiles.

e Ifthe useris a non-network user, only the
username cannot be changed. This cannot be
changed because the username can be linked to
Register Items

e Template changes should be done under the
respective Register or General tab - refer to the
section “Modifications: Template Changes &
Specific Restrictions”

Note: Advise that you do not modify the field settings or

the user permissions as these are controlled by the User
Templates and could potentially be overwritten if the
templates are modified

3. Modify the Restrictions Details © as required
4. Press Save User @

ﬁ Quality Activity Feedback

User Profiles (General)

nr Ragtry

o

[ ommmien |

Modifications: Adding or Modifying a Delegate
for a User

If a Manager is on annual leave or not available to perform
their RiskMan duties for a period of time you can

e Check to see if the Manager has already assigned a
delegate and if not assign a delegate on their behalf; or

* Modify a manager’s delegation if the selected delegate
becomes unavailable e.g. on sick leave

To assign a delegate

1. Locate the user under any Register or the General tab
2. Press the Edit Delegation ©@ button
3. Press the Add Delegate ® button

4. Search for the delegate using the Filter icon and then
select the user from the Delegate list ©

5. Enter the delegation period @ (End Date should be the
date the user is returning)

6. Press Save ©

bt/ sitesiskrman et/ Viirms.§ Mode: O

T T
e I I sy

To modify/delete an existing delegate

1. Locate the User under any Register or the General tab
2. Press the Edit Delegation @ button
3. Double click the Delegate’s Name ® in the list

4. If you wish to modify the details of the delegate, make
any respective changes and press Update ©

5. If you wish to delete the delegation press Delete ®

[General | e ]

Quality Activity Feedback

User Profiles (General)

[ User Registry | [ Sava bser

[ vhims 2 & Local ntranet | rotected Mode OF

WL Y T T T e N —— |
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Modifications: Activate a User under a Register

Users can be active under some Registers e.g. Incidents &
Feedback but not necessarily active in other Registers e.g.
Risk & Quality Activity. This will depend on how your
system is setup.

All users will be active under the General & Feedback tabs

If a user is not active under a Register, then they can be
activated as follows:

1. Click on the specific Register tab @ e.g. Risk

(1]
Quality Activity | Risk | Feedback

User Profiles (Risk)

Salact User: - nar tagmtry P e
i

User Has Facibty Rastriction:

2. Ifthe useris not in the Select User List and the user can
logon to RiskMan, it means that the user has a user
profile in RiskMan, but is not active under that Register

e Enter the user’s first or last name in the User
Name Filter ® field

e Check the Only Show Users with no permissions
in this register © option

e  Press the Rebuild Select User List Now @ button

Quality Activity m Feedback

User Profiles (Risk)

Select user: - User Begistry Mo User

Nutworh Usarname Fitar: Ty mull b et unlinkad wsars, % be gt Snked usars snly

User Craated After Dater Inchode users with mo Permiasions in Searchi
iy shaw active wnars in searchi

3. Select the user from the Select User © list
4. Press Save User @

e A message will display to inform you that the User
is now activated

Quality Activity m Feedback

User Profiles (Risk)

This user does not have a record in this Register. Save this page to create one.
"Default’ configuration loaded, edit as required.

user Registry Swatiaer @ e isar Delete user

Fabuid Select Usar’ Lnt how

Tchvde v with o Parraissions bn Searchs

vdn Dslsganon

Dats Tostar

“t

LA s i

5. If required, modify the User’s Profile as appropriate
e.g. Assign the appropriate template in the Login
Details section and press Save User

How do | delete a user?

Users can ONLY be deleted from the General tab

Note: In this version, users can also be deleted under the Feedback
tab, however once Feedback is included in the new Register
paradigm, users can then only be deleted under General tab

If you delete a user from any of the Register tabs it will only
de-activate them from that specific Register

If you wish to delete a user who no longer works for your
organisation then prior to deleting the user the following
should be checked

e Does the user have staff reporting to them or they
report to a manager? Check under the Administration -
> Manager Staff -> Staff Hierarchy page and edit under
the Administration -> Manager Staff -> Edit Staff page.
Remove all relationships for that user

o Does the user have an alert assigned to them? Check
under the Administration -> Alert Management page.
Either remove the user from the allocated user list for
that alert and assign a replacement, or delete the alert

To de-activate a user from a Register

(Note: Not applicable to the Feedback Register)

1. Click on the specific Register @ tab e.g. Risk, Incident,
Quiality

2. Locate the user. Either
e Select the user from the Select User ® list; or

e  Enter filter criteria in one of the filter fields ©® and
Press “Rebuild ‘Select User’ List Now” @. Select
the user from the Select User ® list

3. Press Delete User ©

4. A message O will display to let you know that this user
has been deleted from this Register only.

(1)
Quality Activity m Feedback

User Profiles (Risk) e

Quality Activity m Feedback

User Profiles (Risk)

The User Profile ‘amartin’ for register Risk has been marked as dejgted (not physically deleted), and can
be restored if necessary.
P Ve ety ——

Sabectuser

by Shw Usars with mo parmisaions in this registar: | Rabuld ‘Salect Usar’ Lt Mo
Matwork Username Féter; Typa null o gat unieikad usare, % ko gt lnkad wears orly

Rnketan nar Type itar:

User postian riten

Lser o Fiter: e

U Crmatod Aftms Bintm: e e

Qnly show active users in searchi

User Has Orgasssation Restrctiont
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To delete a user from RiskMan

Deleting a user from RiskMan can only be done via the
General tab

Note: Deleting a user can also be done from the Feedback tab until
the Feedback User profiles becomes part of the other Register
paradigm in a future release

1. Click on the General © tab

0
m Quality Activity Feedback

User Profiles (General) 9

inchude Oeleted Expared Users in Snarch:
o txchude Ouleted /Expired Unars fram search:

2. Locate the user. Either
e Select the user from the Select User ® list; or

e  Enter filter criteria in one of the filter fields ©® and
Press “Rebuild ‘Select User’ List Now” @. Select
the user from the Select User ® list

3. Press Delete User ©

If the user has not used RiskMan they will be deleted from

the database (as per example below).

m Quality Activity Feedback

User Profiles (General)

The User Profile "Anne Hayden' has been deleted.
Salect Usen - Uswr Rugistry M s

12 Users faund.

User Hame Fiter [ Rebuild ‘Select User' Uist Now |
Hatwork Usermame Filter: Tvpe rull to put wnlinked users. % to get Bnked users anly

RiskMan User Type Fiter: ~ | Oniy Show Expired Users:

User Rosition Fiters - Ovy Show Delated Users:

User Created Afar Dater Inchude Deleted/ Expired Users n Search:

Uner Has Grganiation® Restrictions - @ Guclude Deleted  Expared tsers from search

If the user has used RiskMan then their user profile will be

flagged as deleted and can be restored if required.

m Quality Activity Feedback

User Profiles (General)

The User Profile 'amartin’ has records in RiskMan.

In order not to lose the historical record, it has been marked as deleted (not physically deleted), and
can be restored if necessary.

mers found P =

[ et St Umae” it ]

Select Usar: o

Matwork Usessme Filter: Type mull 5 get unlinked usecs, % b gut linked usars only.
Riskian User Type Filter: = © Ovly Show Expined Usars:

s Bonition Fiter: = Onky Show Deleted Users:

User Crmated After Date: Tnchude Deleted Expired Users in Search:

= @ Exclude Dateted) Expired Users from searchs

How do | restore a deleted user?

If a user has been deleted from RiskMan from the General
tab and their User Profile was flagged as deleted, it will
need to be restored under the General tab and then re-
activated under each of the other Register tabs as required

Note: Users will automatically be activated in the Feedback User
Profile

To restore a user that was flagged as deleted from
RiskMan

1. Click on the General © tab

2. Inthe Filter Criteria section check “Only Show Deleted
Users” ®

3. Press the Rebuild ‘Select User’ List Now © button

e The Select User @ list will now show all users who
have been flagged as deleted. Select the user from
this list

Note: It is optional to also include the other filter fields
to locate the deleted users

(1]
m Quality Activity Feedback

User Profiles (General)

Q Rbuid Saluct Usar’ Lt Nese
Tyee nul ta get unkinked users, % te get linkad urars anfr.

4. Pressthe Undelete User ® button

@ Quality Activity Feedback

User Profiles (General)

Exclude Duletad/Expired Users from seasch:

(Thisvuser was de:eted“nn ‘2§ May 2012 t?:m)
T e e ey e
5. The User is now restored ® under the General &
Feedback tabs

e If there are no changes to the user’s profile, it will
not be necessary to press the Save User button

e If you wish to make changes to the user’s profile,
modify as required and press Save User

6. Repeat steps 2 - 5 under each Register tab from which
you wish to restore this user e.g. Incidents, Risk,
Quality

m Quality Activity Feedback

User Profiles {(General)
(@ user undeleted.
u

ae Rupistry Save tsar Newser || Delate User

e [ ok it et ]
o T e e
by S Expirad U

« 8 Oaly Show Duletad sers:
Lnclude Duleted /Expirad Usars in Search:
Use Has Drgasisation® Restriction: v Exclude Delated/Expired Usars from saarch:
R e = e e
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To reactivate a user under a specific Register

Note: This does not apply to the Feedback Register

1. Click on the specific Register tab e.g. Risk, Incident,
Quality

2. Inthe Filter Criteria section check “Only Show Deleted
Users”

3. Press the Rebuild ‘Select User’ List Now button

e The Select User list will now show all users who
have been flagged as deleted. Select the user from
this list

Note: It is optional to also include the other filter fields
to locate the deleted users

4. Press the Undelete User button
5. The User is now activated under the selected Register

e If there are no changes to the user’s profile, it will
not be necessary to press the Save User button

e If you wish to make changes to the user’s profile,

modify as required and press Save User

Modifying the Field & Section Labels/Colours on
a Register Form

The label of a Field or Section Name and the background

colour of a Section can be modified if the following icon
appears in front of the Label

IJd Who Was Affected? |

Entry Required w
Entry Required »

/l' Incident Involved

Entry Required =

Example: Fields on the Incident Entry form

To be able to modify the label of a field or background
colour of a section on a Register form

e The user requires the following Administrative
Permission under the General tab: Can Modify Global
Settings

e Auser profile needs to be open in the respective
Register

1. Click on the respective Register @ tab

2. Select any user from the Select User @ list

® | O My Workspace | Management | Administraton | Reports | Welp | Log out

[ Goreal [ incident | Quaiiy fctivive Tisk | fecdoack |

User Profiles (Incident)

USER; System Manager (Hanager)|

i gty [ S e ) [t ] [

User Name Fiter: 1 Oy Show Users with no permissions n this register: | Rebuikd ‘Select User’ List Now
Riskitan Usar Type Fitar:

User Postion Filter:

Usar Cruated Aftar Data: Inclede usars with mo Permissians in Search:

Usar Has Graanisation® Restriction: = @ Oy show astive uars in saarch:

A P e gt A A e sl i o s B o O e s o

To modify a field label

1. Click onthe 4 icon @ next to the respective field

Summary Entry Required

."/."_'Details Optional Entry
L

Edit Field Titles

Current Title Text Summary |
Tablename main
Fieldname Description
HNew Title Text [summary
New Reporting Title [summany g
(Alert Title [summary E
TleText  This is the valus displayed 2= the feld labal on 2n sntry form
T HTM

E
b

Reporting Titla T

Alert Title

ct than the Title Text, 35 itwill need to be selectad

2. Enter the label in the New Title Text @ field (this is the
field on the respective Register form)

3. The new title should be reflective in the Reports and
Alerts, so modify the New Reporting Title ® and Alert
Title ® fields accordingly

4. If your Entry form has more than one label with the
same name, ensure the labels for the Alert Title and
Report Title are such that users are able to distinguish
which Entry form label the field is referring to (refer to
examples below of the “Notify of Associated Incidents”
label on the Risk Entry form)

ireported By

| Accountable -
fiResponsible Manager iy -
Aiclosed By Optional Entry =
T P e e o B AR s TN, ot oo o
Edit Field Titles B
| current Title Text Notify of Assaciated Incidents
Tablename RiskReg1
Fieldname RRNotifyLvi1OfAT
New Title Text Moty of Assacated Incidents
New Reporting Title ‘Nutfv Accountable Executive of Associated Incident
Alert Title ‘Nntfy Accountable Executive of Associated Incident £
Title Text This is the value displayed as the field Isbel on an entry form.

This may potentizlly contzin special HTML formatting, or other code, Care need be tzken when changing such fields, Altering them can ‘breal

the entry page. If unsure, contact RiskMan.

This field may also contain ce
Reporting Title This i th displayed wh

nesd d in isclatio pu
AlertTitle  This is the value displayed when selecting fields in Alerts. This may need to be mare distinct than the Title Text, as it will need to be selecte

in isolstion e.g, thers may be severzl 'Other fields used for differnt purpases.

like '*GS_someName', These refer to Globz| Settings naming values. If unsure, contact RiskMan,
d displaying fields i

an ct than the Title Text, s it will
may b several 'Other

< i v

Example: “Notify of Associated Incidents” referring to the
Accountable Executive on the Risk Entry form

Edit Field Titles I
Current Title Text Notify of Associated Incidents
Tablename RiskReg1
Fieldname RRNotfyLvi20fAl
Hew Title Text [Motify of Associated Incidents ]

New Reporting Title [Notify Responsible Manager of Assocated Incidents |

Alert Title [Notify Respansible Manager of Assacated Incidents |

TitleText  This is the valus displayed as the field label on an entry form,
This may potentially contzin special HTML formatting, or other code, Care need be taken when changing such fields, Altering them can ‘break’
the entry page. If unsure, contact RiskMan
This field may cer:

unsure, cantact RiskMan.
Reporting Title T ctthan the Title Text, as it will

Alert Title

Example: “Notify of Associated Incidents” referring to the
Responsible Manager on the Risk Entry form
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n

Title Text

6. If afield label is determined by the Global Settings e.g. To modify a Section Title/Colour or Background Colour
Site, Location, Program; the Title Text, Report Title and
: ; ; ; i ; 1. Click onthe 4 icon @ next to the Section Title
Alert Title will be displayed in a similar way to that in :
the example below of the “Site” field N T R
IJG Dates n |
Edit Field Titles -]
Current Title Text *GS_SiteName
Tablename main / dmission Date
::r:nrr oxt |S,':575mmme | ncident Date
::1 R:'::rﬁng Title [*Gs_stename } otification Date

-
e Closed Diont Display -

pRe e R . -,

2. T uns et RizkMan,
ct than the Title Text, 25 it will

@ Title Text, 35 itwill need to be selectad

2.  Modify the label in the Current Section Title @ field
(this is the field on the respective Register form)

Note: If the title starts with *GS_ it means that the label is
coming from the Naming Conventions in the Global Settings.
If the label is changed it will not be affected by future Global
Setting changes and will only affect that Register

7. If you make a change to any of these labels, it will only
affect the label on that Register Entry form and will NO
LONGER obey the Global Settings label. An example
where this may be useful

Global Settings = Site where Incident Occurred Current Section Title ,Gs_mﬁmﬁfmi: eld Tiles I
New Section Title |65 _patesSectionName é

This would be useful on the Incident Entry form but not © mmm
on the Risk Register, Feedback Entry or Quality Activity l—
form' You might want to ca” this ﬁeld t:;.;.;?:&hui:::at gd.s amwru;‘ ctr ‘ﬁm‘ Sections usually contain related values. I
e Site of Risk in the Risk Register
e Site on the Quality Activity form 4l .
* Site where Feedback is initiated in Feedback 3. To change the background colour and text colour of

8. Press Save when complete the section click on the respective Choose Background
Colour © or Choose Text Colour @ buttons and a
colour picker will display. Select your colour. If you
want the colours to be the same as another section,

*Note: Editing fields for the Feedback Entry form can only be done
via the Feedback Global Settings. Select Administration ->
Configuration -> Feedback Global Settings and click on the
Naming Conventions tab. Some of the field labels are editable copy the respective Colour code e.g. #997788 from one
directly under this tab and the rest are editable by clicking on the section to the other

Open Editor button (refer to example below). Ensure you change

Note: If you want Black text enter the colour code #000000.
the respective Alert and Report label if you change the Form Label

Be careful with choosing colours. Make sure they complement

2| Of vy worspace | wration | Reports | welp | Log out | usen (hanager) each other. If you need assistance with colour matching
Incidents [ Fuzsaizi 1 S please contact RiskMan Support - support@riskman.net.au
Global Settings (Feedback)

pre—— rre— [y S— Scheduted Joba. [ ———— et

4. Press Save when complete

Naming Conventions
R Rt AT L P R

I“é Dates |

T e e e i e S e et =

Dont Display -
Entry Required

Dont Display -
Dont Display -
e T

Example: “Dates” section after changing the text and background

[ Field Label Editor -- Webpage Dislos

Field Label Editor ¥  *| colours

This page allows you to change the labels for Feedback fields in RiskMan.

1. To edit 3 field label, click the Iabel in the column, Form Label, Repert Label or Alert Label. It vill become editable.
2. Make sure to tick "Save Changes” befare clicking the "Close” button at the bottom of this page.

Drag a column header here to group by that column.

Type Location Field Name Form Label Report Label Alert Label

Button Actions CompleteAction  |Action Completed

Button Actions AddAction Add Action

Button Actions CancelAction Cancel

Button Actions Actionournal Journal Actioned

Button Actions SaveAction Save

Button Complainant COMP_PMIContact |Fetch

BUHORI st P natan | o _s#vum..u- e e DN Y L
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How can | view a summary listing of all the users
in RiskMan?

The “User Registry” page provides you with a summary list
of all registered users in your RiskMan. Depending on any
Entry/Update restrictions you have in your User Profile, you
will only be able to view users that match your restrictions

To access the User Registry page either

1. Click on the User Registry button at the top of any of
the User Profiles pages or select Administration -> User
Permissions -> User Registry from the menu

Quality Activity Feedback

User Profiles (Incidgg
o s ) s e s

st i this register: | Rebulld Select User Usk o |

2. The list of users you have permission to view (this
could be all users or users matching your Entry/Update
Restriction Details) will be listed. These users may be
grouped by a column (depending on the last time you
visited this page) or ungrouped

User Registry

Lt 128 v

Display Option Definitions

e Show Columns: Uncheck the columns that you do not
want displayed in your list. Some columns will always
display and therefore will not be an option to hide

e Display: Select the type of users that you wish to
display in your list ie. Deleted Users, Expired Users,
Active Users

e  Expand: Click this button if you wish to view all the
users in your list if the list is collapsed. Alternatively if
you only wish to expand a specific group of users, click
on the 2] button next to the collapsed group of users

e  Collapse: Click this button if you wish to collapse an
expanded list of users that have been grouped.
Alternatively if you only wish to collapse a specific
group of users click on the [ button next to the
expanded group of users

e To export your list to Excel™ click on the Export button

User List
The following is a list of options available in the User List

e Username link: If you click on the username it will
direct you to the User profiles page. This is useful if you
wish to make an alteration to a specific user profile e.g.
delete the user (from the General tab) as they are no
longer employed, change the user’s template in one or
more Registers

To then return to your User Registry page, click on the
User Registry button at the top of any of the User
Profile tabbed sections

e Email Address Link: If you wish to send an email to a
particular user, click on the user’s respective email
address link. An email will open with the email address
auto-populated ready for you to send an email

Suggested Groupings for your User Profile List

The list of users can be grouped by any of the column
headings — refer to examples below

1. Templates — Indicates the General or Register specific
Template a user is assigned to.

User Registry

Example: User’s grouped by their assigned General Template

User Registry

[ PRSP PREYL — — [EVRNNY IR
° ° o 3 a- ]

Example: Users grouped by their assigned Feedback Template.
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2. Display Name — Checks to see if a non-network user
has more than one logon in RiskMan

© vserhame g’azmpluymmmle
\ | |

=] User Display Mame: Anne Hayden
Anne Hayden

Trainer Acting Charge Nurse
|-]  User Display Name: Arti Nazareth
‘ Trainee 8 Acting Charge Nurse

(2] User Display Name: Default User
‘ default Acting Charge Nurss

(=] User Display Name: Dhirsj D
‘ Dhiraj CEO

(=] User Display Name: Esler, Scott D.
‘ Scott Esler
(=] User Display Name: Executive
| Executive
(5] User Display Name: Faulkner, Laura

‘ lauraf Priest

(=] User Display Name: Femandez, Brett
‘ Brett Dector - Consultant

How do | assign staff to Managers?

Refer to the RiskMan Manager/Staff Relationships Guide
accessible via the menu Help -> Reference Guides
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