F'Skmaﬂ RISKMAN QUICK REFERENCE GUIDE TO USER MANAGEMENT (Network Logins)

Introduction

This reference guide is aimed at managers who will be
responsible for managing users within RiskMan where
RiskMan is configured to use network logins. This guide is
used in conjunction with the respective RiskMan User
Permissions Descriptions Guides which can be accessed
from the Help -> References Guides page

How do | access the User Profiles to create,

modify or delete a user?

To create a new user you will need to navigate to the
Administration -> User Permissions -> User Profiles page

® | O| My workspaca | Management | administration | Reports | Help | Log out usER: svmmr«mw:unmmj

[“Generat Y incuen Y Quaity Actvity Y fusk Y Feschock
User Profiles (General)

User Registry. o var

Rebuild ‘Select User' List waw |

User Craated After Date:

Urer Hom Organinstion® Restriction:

The User Profiles page is made up of tabbed sections. Each
tabbed section represents the Registers that you have
available in your RiskMan e.g. Incidents, Feedback, Risk,
Quality Activity; with an additional non-register specific tab
called General. Depending on your permissions you may
see all tabs or just some of these tabs

The General User Profile is used to assign User permissions
and Restriction Details that are common across all Registers
as well as the Administrative Permissions

The information under each of the tabs allows you to,
create or modify a user and also to activate/de-activate a
user for a particular register. Users that no longer work for
your organisation are deleted under the General tab only.
Below are the definitions of the sections that are included
under the Register tabs:

o Filter fields - Used to search for an active, deleted or
expired user or users who have no permission under
the specific Register User Profile e.g. Risk

e Login Details - Used to enter the details of a new user
or modify the details of an existing user

e Current/Pending Delegation - Used to create a
delegation on behalf of another user (this section will
only display if the user has the appropriate permission)

e Restriction Details - Used to restrict users’ entry/
update or reporting of notifications/items/activities
based on common fields throughout RiskMan e.g.
Site/Region & Campus/Location restrictions

e Specific Restrictions (not available under the General
and Feedback tabs) - Used to restrict users’
entry/update or reporting of
notifications/items/activities for a specific Register

o  Field Settings (not available under the General tab) -
Specify the status of a field e.g. Hide, Entry Required,
Read Only, Optional Entry on a specific Register. Field
Settings are usually dictated by the user’s assigned
template

e User Permissions - Specify a user’s permissions that
are either common across all registers e.g.
administrative permissions (this is done under the
General tab) or specific to a Register. User Permissions
are usually dictated by the user’s assigned template

Clients who have a User Licence

If your organisation has a User Licence rather than a Site
Licence you will be limited to the number of users that you
can create in RiskMan.

If the number of users is close to the maximum or you have
reached the maximum, the following message will appear
at the top of your User profiles page.

® [ O] My Workspace | Management | Administration | Reports | Help | Log Out luser: Corinne Kelly (Corinne Kelly)

WARNING: This RiskMan system is currently licenced for a maximum of 23 users, there are currently 22 active
users on this system.

To increase the number of available user profiles please contact RiskMan International to obtain an updated
licence key.

PGenera | Incident Y Qualiy Actuiy Feadback

User Profiles (Incidents)

[Select User: ~ |__User Registry New User

22 Users found.

If you have reached the maximum number of users you will
be able to delete and modify existing user but will not be
able to create a new user. You will have the option to
purchase more licences by contacting RiskMan
International Pty Ltd, or delete users that are currently not
using RiskMan
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How do | create a New User?

Users can be setup under any of the tabbed sections of the
User Profile. However, when you do create a user,
depending on your RiskMan setup, a user may only be
activated for specific Registers e.g. Incident & Feedback,
but not activated under the Risk or Quality Activity
Registers. All users will be activated under the General tab

In this guide, it will be assumed

e Auseris always activated under the Incident &
Feedback Registers but not under the Risk & Quality
Activity Registers

e The person creating, modifying or deleting a user has
access to all the Register and General User Profiles

Creating a User

If you do not have permission to all the Register & General
User Profiles, a user can be created under one of the
Register tabs or the General tab

Where a user is automatically activated e.g. under the
Incident, Feedback & General tabs, they will be assigned
the “Default” template. This will give the user the minimum
access to RiskMan

If you wish the user to be assigned a different template
then you will need to move between the Registers &
General tab to assign the appropriate template.

If your role is to provide Administrative support to RiskMan
then we suggest that you have permission to all the
Register and General User Profiles

General tab
The General User Profiles only contain the
e User permissions that are common across all Registers

e  The Restriction Details that are common across all
Registers

e The Administrative Permissions

1. Under the General tab press the New User ©® button

General Y incident  Quality Activly Feedback

User Profiles (General) 0

Selact User: | New Us er v User Registry Save User Hew User

P [ Webia e —
ot earnama e [T —
PP — 1] O oot e Erprd e
Uea Psition Fter P —— Ont Sham bt e

Usar Crastad After Bate: Lnclude Beletnd Expirad hsars in Saarch:

User Has Associated Chent Restriction:

® Guchude Deleted/Expired Users from search:

This user's position 15! Dropdawn Detasls Not Found

................
Associated Chant Rastriction:

Clinnt Spacifc Sita Rastriction:

RiskMan Internaticnal | ~

2. Creating a network user

e Inthe Login Details section, click on the Link
network account ® button and search for the user

Note: The way you search for users will be dependent on how
your IT has configured LDAP. In this example we are using a

“xn

wildcard so that we can find all users whose name starts

with “anne”

e  Type the users name into the search field and click
search ©

o Click the users name in the list displayed

e The user’s details e.g. Username, Display Name (in
most cases) and Email Address will be auto-
populated into the respective fields. The user’s
password won’t be visible

3. Creating a non-network user
e Check the Network account NOT used @ field

e Enter the user’s Display Name, User Name
(logon), Password and Email Address (it is
advisable that all managers have an email address
registered with their User Profile so they can
receive emails from RiskMan). Note that you will
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need to meet password complexity requirements,
if your system is configured to mandate this.

4.

For both network and non-network logons

This user’s RiskMan User Type is ©: Select the
template the user will be assigned to. This is used
as a reference when templates are updated and
changes are applied to all users on that template

Note: All restrictions under the Restriction Details section
will either need to be manually selected for that user, or
will need to be applied through the “Apply Template
Changes” option which will affect all users on that
template - refer to the RiskMan User Templates Guide

Start Page O: A default start page (the page the
user will be presented with when they first logon to
RiskMan) may display depending on the assigned
template. This can be changed if required

If required, select the user’s overall Restriction Details

@ i.e. the restrictions that are common across all

Registers. Once selected, they will be applied across all

Registers

Entry/Update Restrictions: If the user can only
enter or update Register specific notifications/
items/activities based on Sites and/or Locations,
select accordingly. To select more than one item in
a list hold your CTRL button and click on the list
items

To view the Location restrictions

o Click on the Filter List button @ under the
Location Restriction box

o Inthe pop-up window, select the Site &
and press the Filter list ©® button

o The list of Locations will populate into the
Restriction Details @ section

o Highlight as required (Hold CTRL key if you
wish to select more than one Location)

No Restrictions in this area have any selected items.

Entry/Update Restrictions
Facility Restriction: Location Restriction:

Filter List

ottt I i N A NI i i 1O

Filter Facility List »®
Hospital
Facility v (2)

[rrein ] ©
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Restriction Details (All restrictions in this section are shared between all modules.) l

have any selected items.

=, 0 :
ACG l
o y s

e Reporting Restrictions: If the user has access to
running Register specific Reports, you can restrict
their access to what they can view in the report
based on any of the displayed fields.

To view the Location restrictions follow the steps
described above under the Entry/Update
restrictions

Note: Additional Entry/Update and Reporting
Restrictions can be added under the Specific Restrictions
section under each of the Register User Profiles. The
Specific Restrictions section is not available under the
General tab

6. To save the user, press Save User ©

Assign a Register Specific Template for the New User

Once the user has been created under the General tab, you
will need to move between each of the other Registers to
ensure the user has the correct permissions to the other
Registers, where applicable.

The following pages describe setting up the new user under
all the Registers that the user will have permission to
access.

Note: Because RiskMan is configured according to the
requirements of each client, the following scenario may not
directly apply to you. It is likely that you will have fewer or more
Registers than what is depicted in this User Guide.

Incident tab

1. Click on the Incident tab @ and the newly created user
will be displayed (we have assumed the user is
automatically active under this Register)

P Gencro | dncident | Quaity nciit

User Profiles (Incident) e

usernegiry | | save user e ser Delete ser

Rebuild ‘Salect User List o
<] Oy Shovs Usars it no peemisions i this recteter
~]
Incleds urer with mo Parmiasions in Baarch:

| 3 Only show active wsers in searchi

T wenr's postion o1 [Emargmny Gesmiract
This user's Riskptan User Type i

Alternate Email Address:

Facility Rastriction: Location Restriction:

Lacation Restrictian:

Service Restrction:

2. Assign the appropriate Incident Template in the Login
Details section

e This user’s RiskMan User Type is ®: Select the
Incident template the user will be assigned to. This
is used as a reference when templates are updated
and changes are applied to all users on that
template

e Reset fields to this type @: Select the same
Incident template the user will be assigned to. The
Incident fields, User permissions, Field Settings
and any “Restrict to these Reports” and/or
“Restrict to these Journal Types” restrictions for
that template will be updated

Note: All other template specific restrictions will either
need to be manually selected for that user, or will need
to be applied through the “Apply Template Changes”
option which will affect all users on that template - refer
to the RiskMan User Templates Guide
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e  Start Page ©: If this was selected under the Feedback Tab

General tab it will also display here. If not, you can 1. Click on the Feedback tab @ and the newly created

select a start page from this list. user will be displayed

3. Restriction Details @: If the user does not have an (1)

- ) 1© TR R Y Qualty Activity Feedback

Restriction Details then this section will be collapsed. vser Profies (Feedback) o
FelectUsen Anne Havden (noe Harden) = [Cemermminy | [ ssvtssr | [ emiess | [ Deitavenr
e To expose the Restriction Details section click on ————
2 e

the icon. 8 oo
e ————— [ 0
e If the user has restrictions this section will be S —

exposed. If you make any changes to these ‘ |

restrictions they will affect all Registers the user is - —

active under (as these are the common et Pt ©

restrictions)

[ s

] Show anly “Alarted” Fasdhack rems in separts. ()

Faciity Restriction: Lacation Restrictisns

Fitar st |

Entry Racuired = Parmabty Lovels Dot Biaplay =

4. Specific Restrictions ©: This section will display the
Register specific restrictions

e Highlight the Entry/Update, Reporting and/or
Journal Type Restrictions as required

e Show Only “Alerted” Incidents in Inbox: This
option should only be checked if the user has
access to the Incident Inbox (e.g. Risk/Quality
Managers) and should only see incidents they have
been alerted to

e Show Only “Alerted” Incidents in Reports: This
option should only be checked if the user has
access to the Incident Reports (e.g. Risk/Quality
Managers, Executives, Line Managers) and can
only report on incidents they have been alerted to

e If you restrict the list of reports the user WILL NOT
have access to the Incident Custom Report Builder
on the Incident Reports page to create, modify or
delete Custom Report Layouts

5. To save the user, press Save User @
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2.

Assign the appropriate Feedback Template in the Login
Details section @ (refer to the description under the
Incident Tab)

Restriction Details ©: In this version, there is no
Specific Restrictions section. The Site & Location
Entry/Update or Reporting restrictions will be carried
across from all other Registers. In addition, on the
Feedback User Profile, the following restrictions can be
included

e Show Only “Alerted” Feedback in Inbox: This
option should only be checked if the user has
access to the Feedback Inbox (e.g. Risk/Quality
Manager, Consumer Advocate) and should only
see feedback they have been alerted to

e Show Only “Alerted” Feedback in Reports: This
option should only be checked if the user has
access to the Feedback Reports (e.g. Consumer
Advocate, Risk/Quality Manager, Executives,
Managers) and can only report on feedback they
have been alerted to

To save the user, press Save User O

Risk Tab

In our scenario, users are not automatically activated under

the Risk Tab.

1. Click on the Risk tab ©

2. A message will display at the top of the page specifying
that the user you have created does not have a record
in the Risk Register User profile i.e. they are not
activated under this Register @

3. If you would like this user to be an active Risk Register

user, press the Save User © button

(1)
Quality Activity m Feedback

User Profiles (Risk)

This user does not have a recard in this Register. Save this page to create one. @)
‘Default’ configuration loaded, edit as required.

s.“me M nar

= et bt et e o ]

Unar Ragistry Daletu sar

Typa rll 4o gat unnkad urars. % to et likad ueers only.

- . e .
e A e e s it

4. Assign the appropriate Risk Template in the Login

Quality Activity m Feedback
7]

Details section @ (refer to the description under the
Incident Tab)

User Profiles (Risk)

m—— v e Ragistry Savn e o e bt tear
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5. Restriction Details ©: If the user does not have any
Restriction Details then this section will be collapsed

e To expose the Restriction Details section click on

¥

the icon.

e If the user has restrictions this section will be
exposed. If you make any changes to these
restrictions, they will affect all Registers the user is
active under (as these are the common
restrictions)

6. Specific Restrictions @: This section will display the
Register specific restrictions

e Highlight the Entry/Update, Reporting and/or
Journal Type Restrictions as required

e  Show Only “Alerted” Risk Items in Inbox: This
option should only be checked if the user has the
following Management Permission: Can Review
Entries in Inbox (e.g. Risk/Quality Managers,
Executives) and should only see Risks they have
been alerted to

e  Show Only “Alerted” Risk Items in Reports: This
option should only be checked if the user has
access to the Risk Reports (e.g. Risk/Quality
Managers, Executives, Managers) and can only
report on risks they have been alerted to

e If you restrict the list of reports, the user WILL
NOT have access to the Risk Register Custom
Report Builder on the Risk Reports page to create,
modify or delete Custom Report Layouts

7. To save the user, press Save User @

How do | modify an existing user?

To modify an existing user, ensure you are on the
Administration -> User Permissions -> User Profiles page

Modifications that can be done under any of the Register
tabs where the user is active

e Modifying the user’s Login Details for a Network
Account: The Display Name, Username, Email Address
and Password will be controlled by your Network
Logins, however all other parts of the Login Details can
be modified if required

e Modifying the user’s Login Details for a Non-Network
Account: All the details under the Login Details section
can be modified except for the Username. If you wish
to modify the Username you will need to delete the
User Profile and create a new one

e  Creating or modifying a delegation for a user: This can
be done under any Register tab where the user is
active, provided you have the Administrative User
Permission: Can modify other users Delegates under
the General tab

e  Modifying the Entry/Update and Reporting Restrictions
under the Restriction Details section, as these are
common across all Registers

Modifications that need to be done under the specific
Register tab

e Changing the user’s assigned template in the Login
Details section

e Activating a user under a specific Register e.g. Risk or
Quality Activity Registers

e Modifying the Entry/Update and Reporting Restrictions
under the Specific Restrictions section as these are
specific to a Register

It is strongly recommended that User Permissions and Field

Settings are not modified under a specific User Profile, if
the user is assigned to one of your main Templates e.g.
Default, Manager, Executive, Risk Manager. This is because
if any of these templates are modified and an “Apply
Template Change” is done across RiskMan, the user’s field
settings and user permissions will be overwritten.

If the user is assigned a template where the users on this
template have special needs that are dictated by their User
Profile, then you can modify the user’s individual field
settings and user permissions. Ensure the template that
these users are assigned to is never modified
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Searching for a User

m Quality Activity Feedback

Modifications: Template Changes & Specific

User Profiles (General)

User Registry Mew User

e (3,

Ty null 10 gt unlinked wcsars, % o Gat lnkad users anly.
Oty Show Expired Usars:
Onky Show Deleted Userss
Tnchode Dstated  Expired Users in Searchs

= & Enclude Deleted/Expired Users from search:

Under any of the Register or General tabs, locate the user
1. Select the user from the Select User © list or
2. Enter filter criteria in one of the filter fields @

e  Press “Rebuild ‘Select User’ List Now” ©

e Select the user from the Select User @ list

Restrictions

1. Click on the specific Register tab @ and locate the
user

2. Modify the Template changes in the Login Details
® as required

e This user’s RiskMan User Type is: Select the
template the user will be assigned to for the
selected particular Register. This is used as a
reference when templates are updated and
changes are applied to all users on that template

Note: All other template specific restrictions will either
need to be manually selected for that user, or will need
to be applied through the “Apply Template Changes”
option which will affect all users on that template - refer
to the RiskMan User Templates Guide

3. Modify the Specific Restrictions ® as required

4. Press Save User ©

Quality Activity Feedback

User Profiles (Incident) o

B | e e e e

Raapply the shova a mptets permessions

USRS ——— |
P P———

Ramsng Kasteetians

S by e ot s i apors,

Example: Modifying a User under the Incident Register User Profile
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Modifications: Login Details & Restriction Details

1. Click on the specific Register tab @ and locate the user
2.  Modify the Login Details ® as required

e |f the useris a network user their username,
password, email and in most cases display name
will be controlled by your IT Dept and therefore
cannot be modified in the User Profiles.

e Ifthe user is a non-network user, only the
username cannot be changed. This cannot be
changed because the username can be linked to
Register Items

e Template changes should be done under the
respective Register or General tab - refer to the
section “Modifications: Template Changes &

Specific Restrictions”

Note: Advise that you do not modify the field settings or

the user permissions as these are controlled by the User
Templates and could potentially be overwritten if the
templates are modified

3. Modify the Restrictions Details © as required

4, Press Save User

P General | Incident | Quality Activity Feedback

User Profiles (General) o

[ p—— 5 ner iy ] [ e e e e |

i Satect User L Mo
ks v, . 5. ot ke sy
gt
Grmpdern Cutels et Found by Show Deletd serss

Tl DeletndEepired Usars in Sasrchi

#) Exclude Deleted /Expired Usars from smsech:

This menr's pustion s: Drepdem Outads fst Found
Linked natwork sccamnt | ¥

) This uear's Riohiam tsee Trps s | Client Ht Tearn |
Bl the s teamplate peeinissinns.

Chast Spacfic s Rectriction:

Wiy Cancalad? Rastrcton: Camact Type Rastrcsion:

Modifications: Adding or Modifying a Delegate
for a User

If a Manager is on annual leave or not available to perform
their RiskMan duties for a period of time you can

e Check to see if the Manager has already assigned a
delegate and if not assign a delegate on their behalf; or

* Modify a manager’s delegation if the selected delegate
becomes unavailable e.g. on sick leave

To assign a delegate

1. Locate the user under any Register or the General tab
2. Press the Edit Delegation ©@ button
3. Press the Add Delegate ® button

4. Search for the delegate using the Filter icon and then
select the user from the Delegate list ©

5. Enter the delegation period @ (End Date should be the
date the user is returning)

6. Press Save ©

bt/ sitesiskrman et/ Viirms.§ Mode: O

T T
e I I sy

To modify/delete an existing delegate

1. Locate the User under any Register or the General tab
2. Press the Edit Delegation @ button
3. Double click the Delegate’s Name ® in the list

4. If you wish to modify the details of the delegate, make
any respective changes and press Update ©

5. If you wish to delete the delegation press Delete @

[General | e ]

Quality Activity Feedback

User Profiles (General)

[ User Registry | [ Sava bser

[ vhims 2 & Local ntranet | rotected Mode OF

WL Y T T T e N —— |
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Modifications: Activate a User under a Register How do | delete a user?

Users can be active under some Registers e.g. Incidents & Users can ONLY be deleted from the General tab
Feedback but not necessarily active in other Registers e.g.

If you delete a user from any of the Register tabs it will only
Risk & Quality Activity. This will depend on how your

) de-activate them from that specific Register
system is setup.

. If you wish to delete a user who no longer works for your
All users will be active under the General & Feedback tabs

organisation then prior to deleting the user the following
If a user is not active under a Register, then they can be should be checked

activated as follows:
e Does the user have staff reporting to them or they

1. Click on the specific Register tab @ e.g. Risk report to a manager? Check under the Administration -
o > Manager Staff -> Staff Hierarchy page and edit under
[ General | Incident | Quality Activity | Risk | Feedback ] the Administration -> Manager Staff -> Edit Staff page.

User Profiles (Risk)

Remove all relationships for that user

Salact User: - nar tagmtry P e
i

e Does the user have an alert assigned to them? Check

under the Administration -> Alert Management page.

User Has Facibty Rastriction:

Either remove the user from the allocated user list for
2. Ifthe useris not in the Select User List and the user can that alert and assign a replacement, or delete the alert

logon to RiskMan, it means that the user has a user . .
To de-activate a user from a Register

profile in RiskMan, but is not active under that Register
1. Click on the specific Register ©® tab e.g. Risk, Incident,

e Enter the user’s first or last name in the User .
Quality

Name Filter ® field

2. Locate the user. Either
e  Check the Only Show Users with no permissions

in this register © option e Select the user from the Select User @ list; or

e Press the Rebuild Select User List Now @ button e  Enter filter criteria in one of the filter fields ® and

Press “Rebuild ‘Select User’ List Now” @. Select
[ General J incident J Quality Actvity | Risk ] Feedback

— the user from the Select User ® list
User Profiles (Risk)

Select user: - User Begistry Mo User

- (2) B 3) 3. Press Delete User ©

Nutworh Usarname Fitar: Ty mull b et unlinkad wsars, % be gt Snked usars snly

e : 4. A message @ will display to let you know that this user

User Craated After Dater Inchode users with mo Permiasions in Searchi

User Has Faciity Restriction: v iy shaw active wnars in searchi

has been deleted from this Register only.

3. Select the user from the Select User © list

(1)
Quality Activity m Feedback

4. Press Save User @ _ _ User Profiles (Risk) e

is now activated

e

e A message will display to inform you that the User {
(3]

Qnly show active users in search:

Quality Activity m Feedback
UEEAZREOE D (6) Quality Activity m Feedback

User Profiles (Risk)

The User Profile "amartin’ for register Risk has been marked as delgted (not physically deleted), and can
be restored if necessary.
Usars fouad Gser negistry e ser

by G Users with n0 permissssas in this ragistars Salectusen .

andren by Shw Usars with mo parmisaions in this registar: | Rabuld ‘Salect Usar’ Lt Mo

e e

Onby shom ackive usars i search:

Lask Login Dater 30 Sup 3018 08:26142

Bate.To start Ot T End T acting axa Dsleaatn for Date. o Start Oate T Fnd |

5. If required, modify the User’s Profile as appropriate
e.g. Assign the appropriate template in the Login
Details section and press Save User
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To delete a user from RiskMan

Deleting a user from RiskMan can only be done via the
General tab

1. Click on the General © tab

0
m Quality Activity Feedback

User Profiles (General) 9

Uner Ragitry_| [ Saveuser T Galeta user
Q:muw-.-fmn—
(ST IS ——4
ol St Expirad Uoorn:

ety Show Dulatnd Usars:
Erchude Daleted Expirad Users in Smarch:

) Erclodn DnietedEoaired Ve fraem memreie

2. Locate the user. Either
e  Select the user from the Select User ® list; or

e  Enter filter criteria in one of the filter fields ® and
Press “Rebuild ‘Select User’ List Now” @. Select
the user from the Select User ® list

3. Press Delete User ©

If the user has not used RiskMan they will be deleted from
the database (as per example below).

m Quality Activity Feedback

User Profiles (General)

The User Profile "Anne Hayden' has been deleted.
- e

SelectUsen ———

ps——
e e e e e

e —— b e

st e

e e

Uer How Orgunination® Restriction: = ) Eirde Dubetud Enplrad Usars fromm meeeck:

If the user has used RiskMan then their user profile will be

flagged as deleted and can be restored if required.

m Quality Activity Feedback

User Profiles (General)
The User Profile 'amartin’ has records in RiskMan.
In order not to lose the historical record, it has been marked as deleted (not physically deleted), and
can be restored if necessary.
SelectUser: - £ero Uners found, User Registry Hew User

arcram [ et St Umae” it ]

Matwork Usessme Filter: Type mull 5 get unlinked usecs, % b gut linked usars only.
Riskian User Type Filter: = © Ovly Show Expined Usars:

s Bonition Fiter: = Onky Show Deleted Users:

User Crmated After Date: Tnchude Deleted Expired Users in Search:

= @ Exclude Dateted) Expired Users from searchs

How do | restore a deleted user?

If a user has been deleted from RiskMan from the General
tab and their User Profile was flagged as deleted, it will
need to be restored under the General tab and then re-
activated under each of the other Register tabs as required

Note: Users will automatically be activated in the Feedback User
Profile

To restore a user that was flagged as deleted from
RiskMan

1. Click on the General © tab

2. Inthe Filter Criteria section check “Only Show Deleted
Users” ®

3. Press the Rebuild ‘Select User’ List Now © button

e The Select User @ list will now show all users who
have been flagged as deleted. Select the user from
this list

Note: It is optional to also include the other filter fields
to locate the deleted users

(1]
m Quality Activity Feedback

User Profiles (General)

Q Rbuid Saluct Usar’ Lt Nese
Tyee nul ta get unkinked users, % te get linkad urars anfr.

4. Pressthe Undelete User ® button

@ Quality Activity Feedback

User Profiles (General)

Exclude Duletad/Expired Users from seasch:

(This user was deleted on 28 May 2012 17:10)
You canvot save amv changes. Undelate fir s reuired,

s N S VY S —— e E——————

5. The User is now restored ® under the General tabs

e If there are no changes to the user’s profile, it will
not be necessary to press the Save User button

e If you wish to make changes to the user’s profile,
modify as required and press Save User

6. Repeat steps 2 - 5 under each Register tab from which
you wish to restore this user e.g. Incidents, Risk,
Quality

@ Quality Activity Feedback

User Profiles (General)
@ User Undeleted.
[

Regaatey Saveuser [ MewUser || Detetevser |

e [ P it e i ]

Tymw rul ta gat undnkad uaars, S b5 gat liksd unars sely.

Exululs Dsluted Expirnd Usars fram saarch:
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To reactivate a user under a specific Register To modify a field label

Note: This does not apply to the Feedback Register 1 Click on the 4 icon @ next to the respective field

1. Click on the specific Register tab e.g. Risk, Incident,

Quality
2. Inthe Filter Criteria section check “Only Show Deleted Edit Field Detail bl
Users” - Entry
Title (@ [petais] @) x|
3. Press the Rebuild ‘Select User’ List Now button “Report

Title (@ [Details @ |

* The Select User list will now show all users who Disploy @ [ Conditon @ ) Grow@ [

have been flagged as deleted. Select the user from

- Alert
this list Tile@  [Deis @
Display (@ Condition (&
Note: It is optional to also include the other filter fields Py @ W Condton©@ M
~Advanced

to locate the deleted users

Post Cell .@ =IMG alt="Check Spelling” src="images/spellcheck gif’ onclick="parent.fnSp

4. Press the Undelete User button Script(@) |onocus="parent iPreSpelCheck(ihis)”

5. The User is now activated under the selected Register W@ [ Jobces@[ |

e If there are no changes to the user’s profile, it will

not be necessary to press the Save User button [ sme ]
e If you wish to make changes to the user’s profile, 1. Enter the label in the New Title Text ® field (this is the
modify as required and press Save User field on the respective Register form)

2. The new title should be reflective in the Reports and

Modifying the Field & Section Labels/Colours on Alerts, so modify the New Reporting Title ® and Alert

a Register Form

Title @ fields accordingly
The label of a Field or Section Name and the background

3. If your Entry form has more than one label with the
colour of a Section can be modified if the following icon same name, ensure the labels for the Alert Title and
appears in front of the Label Report Title are such that users are able to distinguish

which Entry form label the field is referring to (refer to
e | examples below of the “Notify of Associated Incidents”
7 m—— label on the Risk Entry form)
#ATncident Involuad
Hide Key Personnel Section: D
) . A‘dRi;k Owner |Dnnt Display A‘GNMily of Associated lncidzntlennt Display
Example: Fields on the Incident Entry form i Risk Coordinator [Dont Display |~ iNatity of Associated Tncidents [Dont Display__| v |
P y F——
To be able to modify the label of a field or background Siclored v port Dpley ]
colour of a section on a Register form R ———— -
e The user requires the following Administrative ~Entry
Permission under the General tab: Can Modify Global T™e@ ot or ‘ d
Settings [ Report
Title @ [Notify A Executive of Associated Incident |
e Auser profile needs to be open in the respective Display(@ [/ Condition g Grour @
Register rAlert
Title @ [Notity A Executive of Associated Incident

1. Click on the respective Register @ tab Deply@ M Condion® M

rAdvanced
2. Select any user from the Select User @ list Post Cell @
# | O My Workspace | Management | Adminstratin | Reports | Help | Log out USER: Systen Marager (Hanagen) Script (@
User Profiles (tncidsnt) i@ [ Jomices@ [ ]
e @ e L) E— ) E—
—— . i e T
el -
o e et B - e SAVE CANCEL
e TR—
e P e S S ey e
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Example: “Notify of Associated Incidents” referring to the
Accountable Executive on the Risk Entry form

Edit Field RRNotifyLvI10fAl x
~Entry

Title @ |Nuﬁfy of Associ i * |
- Report

Title @ [reotity E ive of i |

Displﬂy@ W Condi‘lion@ ) Group@ )

~Alert
Title @ [Notity E ive of
Display (@ [/ Condition @ [
~Advanced
Post Cell (@)
Script (@)

) — T T —
woms@ [ | memm@ |

SAVE CANCEL

Example: “Notify of Associated Incidents” referring to the
Responsible Manager on the Risk Entry form

6. If afield label is determined by the Global Settings e.g.
Site, Location, Program; the Title Text, Report Title and
Alert Title will be displayed in a similar way to that in
the example below of the “Site” field

Edit Field Employee Site x
- Entry

Title @ |*GS_ SiteName |
~ Report

Title (@ [-as_siteName |

Display@ ) Condi‘lion@ [ Group@ [

- Alert
Title (@ |*GS_ SiteMame ®

Display (@ [v] Condition @ [v]

~Advanced

Post Cell (@)

Script @

T —— T ] S—
Lt B T —

[ s ] com

7. If you make a change to any of these labels, it will only
affect the label on that Register Entry form and will NO
LONGER obey the Global Settings label. An example
where this may be useful

Global Settings = Site where Incident Occurred

This would be useful on the Incident Entry form but not
on the Risk Register, Feedback Entry or Quality Activity
form. You might want to call this field

e  Site of Risk in the Risk Register
e Site on the Quality Activity form
e Site where Feedback is initiated in Feedback*

8. Press Save when complete

To modify a Section Title/Colour or Background Colour

1. Click onthe 4 icon @ next to the Section Title

Dont Display -

Admission Date

Entry Required
Dont Display

-
te Closed Diont Display -

pRe e R . -,

2.  Modify the label in the Current Section Title @ field
(this is the field on the respective Register form)

Incident Date

Notification Date

Note: If the title starts with *GS_ it means that the label is
coming from the Naming Conventions in the Global Settings.
If the label is changed it will not be affected by future Global
Setting changes and will only affect that Register

Edit Section 2 *®
Title @  [[GS_DatesSectionName @ x
o QEETTID o (FE
T e

3. To change the background colour and text colour of
the section click on the respective Choose Background
Colour © or Choose Text Colour @ buttons and a
colour picker will display. Select your colour. If you
want the colours to be the same as another section,
copy the respective Colour code e.g. #997788 from one
section to the other

Note: If you want Black text enter the colour code #000000.
Be careful with choosing colours. Make sure they complement
each other. If you need assistance with colour matching
please contact RiskMan Support - support@riskman.net.au

4. Press Save when complete

Entry Required | v |

dmission Date
cident Date
tification Date

W
[oort Displey v
[oort oisploy [ v

Example: “Dates” section after changing the text and background

colours
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How can | view a summary listing of all the users
in RiskMan?

The “User Registry” page provides you with a summary list
of all registered users in your RiskMan. Depending on any
Entry/Update restrictions you have in your User Profile, you
will only be able to view users that match your restrictions

To access the User Registry page either

1. Click on the User Registry button at the top of any of
the User Profiles pages or select Administration -> User
Permissions -> User Registry from the menu

Quality Activity Feedback

User Profiles (Incidgg
o s ) s e s

st i this register: | Rebulld Select User Usk o |

2. The list of users you have permission to view (this
could be all users or users matching your Entry/Update
Restriction Details) will be listed. These users may be
grouped by a column (depending on the last time you
visited this page) or ungrouped

User Registry

Lt 128 v

Display Option Definitions

e Show Columns: Uncheck the columns that you do not
want displayed in your list. Some columns will always
display and therefore will not be an option to hide

e Display: Select the type of users that you wish to
display in your list ie. Deleted Users, Expired Users,
Active Users

e  Expand: Click this button if you wish to view all the
users in your list if the list is collapsed. Alternatively if
you only wish to expand a specific group of users, click
on the 2] button next to the collapsed group of users

e  Collapse: Click this button if you wish to collapse an
expanded list of users that have been grouped.
Alternatively if you only wish to collapse a specific
group of users click on the [ button next to the
expanded group of users

e To export your list to Excel™ click on the Export button

User List
The following is a list of options available in the User List

e Username link: If you click on the username it will
direct you to the User profiles page. This is useful if you
wish to make an alteration to a specific user profile e.g.
delete the user (from the General tab) as they are no
longer employed, change the user’s template in one or
more Registers

To then return to your User Registry page, click on the
User Registry button at the top of any of the User
Profile tabbed sections

e Email Address Link: If you wish to send an email to a
particular user, click on the user’s respective email
address link. An email will open with the email address
auto-populated ready for you to send an email

Suggested Groupings for your User Profile List

The list of users can be grouped by any of the column
headings — refer to examples below

1. Templates — Indicates the General or Register specific
Template a user is assigned to.

User Registry

Example: User’s grouped by their assigned General Template

User Registry

[ PRSP PREYL — — [EVRNNY IR
° ° o 3 a- ]

Example: Users grouped by their assigned Feedback Template.
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2. Display Name — Checks to see if a non-network user
has more than one logon in RiskMan

© vserhame g’azmpluymmmle
\ | |

=] User Display Mame: Anne Hayden
Anne Hayden

Trainer Acting Charge Nurse
|-]  User Display Name: Arti Nazareth
‘ Trainee 8 Acting Charge Nurse

(2] User Display Name: Default User
‘ default Acting Charge Nurss

(=] User Display Name: Dhirsj D
‘ Dhiraj CEO

(=] User Display Name: Esler, Scott D.
‘ Scott Esler
(=] User Display Name: Executive
| Executive
(5] User Display Name: Faulkner, Laura

‘ lauraf Priest

(=] User Display Name: Femandez, Brett
‘ Brett Dector - Consultant

How do | assign staff to Managers?

Refer to the RiskMan Manager/Staff Relationships Guide
accessible via the menu Help -> Reference Guides
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