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Introduction

This reference guide is aimed at RiskMan Administrators
who will be responsible for maintaining your RiskMan
system configuration and also to use some of the System
Tools that are available in RiskMan. The descriptions and
locations of each of the Global Settings can be located in
the Global Settings Descriptions Guide accessible from the
Help -> Reference Guides

What do the System Configurations entail?

The System Configurations affect the overall operation of
RiskMan. These settings include

1. Global Settings - settings for all aspects of RiskMan
(except Feedback). Some of these settings include

e  Colour Schemes

o Naming Conventions for the Global fields used
within the Registers

o Default settings for the way fields appear e.g.
Yes/No fields are displayed as radio buttons, lists
or checkboxes; Date/time fields are drop down
fields or free text; Organisation name which will
appear on reports

e Register Report output defaults e.g. PDF, Word™
e Scheduling for your email notifications and alerts
e Mail setup for your emails

e  Setup to link network logins to RiskMan (LDAP)

e Register specific settings

2. Feedback Global Settings - settings that are specific to
the Feedback Register

Note: These settings will be incorporated into the Global
Settings in a future release

3. Text editing tool for the front-page text
4. Licensing Details
5. Grid Defaults for Register Listing pages

6. Columns to display in the Find Related Incidents list for
linking incidents to Feedback notifications

7. LDAP testing
8. Email Log

9. Attach Document Settings

What user permissions do | need to access the

System Configurations?

For a user to have permission to the Configuration Modules
including the Global Settings, they will need the following
Administrative Permission under the General tab

¢ Can modify Global Settings

How do | access the Configuration modules?

1. From the menu select Administration -> Configuration

Administration = || Reports - | Help

Q Configuration * |
¢ Tools »
£, User Permissions g

ha Manager/Staff ' Global Settings

Feedback Global Settings

@ Alerts Management
Riskman Text Editor

List & Codes Maintenance Inbox Default Columns

N : . Licensin
D@ Classification Editor g
Find Related Incident Grid Columns

@ Alerts Management Vsn 2 LDAP Test User Search

LDAP Test Login

i Attach Document Settings LDAP User Import

@ Document Library EMail Log

Global Settings

To access the Global Settings for all aspects of RiskMan
except Feedback, select from the menu Administration ->
Configuration -> Global Settings

® | O | Myworkspace - Management - Administration - Reports = | Welp + Log Out

Global Settings

Collapas ANl Doutie Click 2 row bs Expand, Collzpss o EdL Doute Clck whan sdleg cancels fe edt. Chinges are inmadite

These settings are grouped under logical headings. Some
settings will be Register specific e.g. Quality, Risk Register,
Incidents, Feedback and will appear in the Registers
grouping.

Some general settings can also appear under a Register
specific setting. If this is the case, the Register setting will
take priority for that Register. For example, the 40) Enable
Link (Multi-Person) entries setting can be setup as a
Register specific setting if Linked Items is only to be active
for the Incident & Risk Registers but not for any other
Register

1. To view specific settings under a Grouping click on the
respective Expand “>” icon
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2. To view settings under all Groupings click on the
Expand All button

® O  Myworkspace - Management -  Administration - Reports - Help - | Log Out

Global Settings

Al Collipse Al Doutie Glek 3 ow 13 Expand, Golapse of EAT Double Clic whan samng eancels S £af CRanges are mmesate

Example Sample of the Global Settings

3. The Settings specific to a Register e.g. Quality, Risk
Register, Incidents, will appear under the Registers

grouping

® | ©  ryvotkspare - tanagement - Admimisation - Reports <l - Log ot

Global Settings

3 | Collapum Al | Dossie Gack 2 row 13 Expant, Calpas o Eol Doubie Cick when sating Cancels he &ail Caanges ae immediase

Example: Register specific settings

Can | search for a Setting?

1. Press the Expand All button to expand the settings

2. Press CTRLF to display the Find © field in your Internet
Explorer

3. Enter your search word and RiskMan will highlight the
settings that contain that word @

i | Joummal Previous e || | Options = | 13 matches

® O MyWorkspace = Management -  Administration - | Reports - Help - Log Out

Example: Using the Find field to search for Global Settings that
contains the word “Journal”

How do | modify a Setting?

1. Locate the setting by expanding the list
2. Double click the setting

e Adescription of this setting will also be displayed

® O  MyWorkspace = Management = Administration * Reparts - Help » Log Gut

Global Settings

Dousie Clek 3 row 10 Expand, Galapse or Eai Doubis Clck when &cting cancels me ecit. Ghar

= R—— [
40) Send nnly one EMail notification to each user on a distribution list.

“ves CNo

By chacking this option, an notification will anly be sent once to a parso

otifcation has been forwarded. Mote: If there  are existng users on ¢ CARIBUBOR 6L Means the urars e not viewse e notiication s m e

(3dd mara usars to th list and wou antar additional comments to ba included in the Distribution List amal, than ALL usars (aven thoss already sant an

ol el e oot an esnal ROUAEatin unloos he sk scHIAg, “50) Do ot sond Dlsbullan Lst mah 3gain, even i emall comments ave entered”
abled

tribution list if additional parsanaal are added aftar the correspo

3. Modify the setting as required e.g. select Yes/No;
select an item from a list

4. Press the Update button if you wish to save your
modification, otherwise press Cancel

How do | create a Register Specific Global Setting?

Some of the Global Settings affect all Registers E.g. Enable
Link (Multi-Person) entries and some settings are specific
to only one Register E.g. Risk Register Risk Matrix display
style which is located under the Register | Risk Register
Global settings list and only relevant to the Risk Register

However, if you would like a Global Setting to also be
Register specific because you would like a different state of
that setting in a particular Register, you can make a Register
Specific Version

1. To create a register specific setting, double click the
setting

2. Press the Make Register Specific Version @ button

o o
10) Salact tha display sption far Vea/Ho quastians ar iarm antry forms €42 Deopdoun

20) Mandatory setting for Date Of Birth field applies to items Invnlvlng a Client only.

o (1]
Bt ot 4 st il poh it nckdon ete. 1 enured 53 e et powkde  dfaufor g relters
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3. Inthe pop-up window
¢ Select the Register ® to add this setting to
¢ Modify the Help © text if required

e Press Save or Discard @

© 00O Add a Register Specific Global Setting

Add Register Specific Version x

[This page allows certain Global Settings to be created specific to a paricular register This allows overriding the default value for that register.
Please Note: Not all settings can be made Register specific.
ISome simply don't make sense(usually these will not even offer the option), and some may not yet be suitably configured in code. It will not hurt to ry.

Inform RiskMan Suppert if you encounter ene that doesn't work

Register to add setting for:

@

Global Setting Name: Event

Help Text Feadback @
== | Risk =
[wc]

| Legal Claim =
|[trontsize) BT U s =

Normal ~| [arial

It s likely hat this setting will only apply to the Incident register. It is configured as a generic setting to provide a default for all registers. @

4. The setting will appear under the specific
Register Name under the Register grouping.

5. Locate the new setting under the specific Register
folder and modify as required

6. RiskMan will use the Register specific setting rather

than the Global Setting

RiskMan Text Editor

This option allows you to configure the front-page text.

1. To access this page, select Administration ->
Configuration -> RiskMan Text Editor

2. Press the Edit button next to the Edit the Login Page

Text option
® | | My Workspace | Management | Administration | Reports | Help | Log out USER: System Manager (Manager)
RiskMan Text Editor
it the Login Page Text.
Edit the "Incident Saved" Acknowledgement Message.

Note: The Acknowledgement page that can appear after an
incident is submitted and before you get to the Confirmation page
is normally turned off. If you wish to know more about this page
refer to the RiskMan System Configuration & Tools Description
Guide

3. The Design mode allows you to edit the text on the
front page

4. The HTML mode allows you to apply more advanced
styles for your front page as well as incorporating logos
and pictures. Knowledge of HTML is required

5. Modify the text and layout as required and press the

Save icon

® | O | MyWorkspace + | Management - | Adminstrabon - | Reports * | Hep* | Log Out | Fesdback Modulo

0 Login Page Text Editor

£ the text and click the Save button (1op lef.

aae T

Mol i (For Size) 3 1 U s (E|x = w-A-

Welcome to the
RiskMan Education V1602 Training Site

riskman

A Guide To Incident Management. .

1l for medical assistanc
jpport to stakeholders i
ally nce. Incidents must be documented within 24 hours of the

o that the rod
agement a particularly if the outcome is rated major or extreme
hat only factual information that does not attribute blame is documented on RiskMan
treme outcomes this will be facilitated via your Quality and Risk Coordinator
 undertaken and communicated back to stakeholders
by the hazard or incide

impacted on other people or has caused concern within an area, a debriefing should be offered by the
er to explain

Note: If you want to be able to edit text on other pages within
RiskMan e.g. The Create New Login page refer to Text Editor Tool
under the Administration -> Tools menu

Setting the Default Grid Layouts for Register
Listing Pages

This setting allows you to set the default grid layouts of

your Register listing pages e.g. Incident Inbox, Entered
Incidents, Posted Incidents, Entered Activities, Entered
Risks etc

Note: This option is not available for Feedback Listing pages in this
version

The grid layout consists of the columns that are displayed
on each of the listing pages and also the column widths

When an Administrator, the person who has the
Administrative permission: Can modify Global Settings,
configures all the listing pages under their login, they can
set all other user’s listing pages to match - provided the
user has never made changes to these listings

1. Under the Administrator’s login, configure the columns
and column widths for all the Register specific listing
pages

2. From the menu, select Administration -> Configuration
-> Inbox Default Columns

® | Q| My Workspace | Managsment | Administration | Reports | Halp | Log Out USER: System Manager (Manaer)

Set Inbox Grid Column Defaults

2 O
.
) ©

ot 2009 Maaage
Rk daf it lact updated on 14 May 2012 16:12 by (Wel Specsfind)

+ (anagar)

3. Highlight the Registers @ that you wish to update -
(you can highlight more than one by holding your CTRL
key and clicking on the respective Registers in the list)

4, Press Save the Grid Defaults @
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5. Only listing pages that a user has not modified i.e.
changed the columns and/or column widths, will have
their respective listing pages updated

Adding or Updating your RiskMan Licence

All organisations hosting their own RiskMan will require a
Licence Key. The licence key will be dependent on your
RiskMan licence agreement with RiskMan International Pty
Ltd. Each licence key will have an expiry date and once the
licence key is expired or about to expire, a new licence key
will need to be obtained. An expired licence will result in
the inability to create users in the User Profiles — all other
aspects of RiskMan will still be functional. Once you have
applied for a licence, a licence key will be forwarded to you
in a file which will need to be uploaded into RiskMan via
the Licensing page

To access the Licensing Page

1. From the menu, select Administration -> Configuration
-> Licensing

2. To obtain a licence, you will need to contact support
who will send a licence key support@riskman.net.au

e  When the licence key is forwarded to you, save it
locally

There are two ways to upload your new licence details.

Either upload the licence key file sent from support or copy
and paste the contents from that same file @

RiskMan Licencing

RiskMan licencing s based around a specific database. This supports web farms and web gardens. This implementation has these datails
Database Server Name: Database Name: RiskManHQ

Your current Licence details.

Licence GUID 6111dbii4-abBB-4a02-a5bf-af21

SitelD 10000

Site Name RiskManHQ

Implementation Type Live

‘Comment RiskManHQ

Licence keys.
Sequence Key Friendly Name Expiry Date Value
1 RepisterAl_Registers Al Ragisters 31 Dec 2019 100

o update your Licence: )
You may upload the file from a local drive: Browse.

Or paste the Licence text here.

Upload your Licence details

Current Register Status
Register Name Submodule Name Active Users
Action Register Incdents 58
Issues Register Issues 50

LDAP Testing

If your IT Department has configured RiskMan to use
organisational Network Login accounts, there are 3 LDAP
Configuration options that you can use to

e Search for a user to see if they have a network account

e Test that the LDAP configuration is working from
RiskMan to your Network accounts

e Import User Profiles on your Network into RiskMan

Note: This option is only accessible via an authentication
code and would be used in conjunction with your IT
Department & RiskMan Support when the LDAP configuration
is first setup. It would not be used for an established RiskMan
LDAP configuration

To test searching for a user on your network to ensure the
LDAP configuration has been setup correctly

1. From the menu select Administration -> Configuration
-> LDAP Test User Search

Find a Network User

There are no items to show in this view ]
For security and performance ressons, searches are limited to 50 results.

2. Enter your search criteria and press Search

Note: The way you search for users will depend on how your IT
Dept has setup the search string. Not all search strings are the
same. An * acts like a wildcard e.g. Anne* will search for all users
whose name starts with “Anne”

& brore e W G S - -

[l Find a Network User

[ Search ][ Cancel ]

User [pisplay Name [mait I
Anne Hayden |Anne Hayden

|anne@riskman.net.au |

For security and performance reasons, ssarches ars limited to 50 results,

To test the connection between RiskMan and your
Network logins

1. From the menu select Administration -> Configuration
-> LDAP Test Login

Test the LDAP Login

Username:

Password:

[ Test the Network Login

2. Enter your Network Username and Password
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\ £ Test LDAP lagins. - Windows Internet 'Explorer-

Test the LDAP Login

Username: anne hayden

Password: sssssssss

Test the Network Login

3. Press Test the Network Login button

e A message will appear if you are successful or not.
If you are not successful you may need to consult
your IT Department or RiskMan Support -
support@riskman.net.au

b @ Test LDAP logins. - Windows Internet El:plomr-

Test the LDAP Login

Username: anne hayden

Fassword:

[ Test the Network Login

uthenticated successfully to the Metwork account.

Related RiskMan Account: Found

* | Q| my workspace | Management | Administration | Reports | melp | Log out

USER: System Manager (Manager)

Email Log
Unsant Only 7] Fromn Date |23/04/2012 5] vooets (23/05/2012 5] messonsent {All Irems) ~  Refrash

k35 sant - | MarkasSent | @
Double Click a row to view the Email,
change Colamns Eand Al Colapse Al Eqot

Drag a column header here to group by that column
— e — =
® | e

1

Ell B s -

42 | 2zioszrz

Page 1of3 (30 neme) <[4 2 2 [2

Row Count |15 Sat Rows

2. If you want to view all emails that have been sent

e Uncheck “Unsent Only” @

e  Modify the Date Range ® (when the email was
logged to be sent)

e  Filter the type of emails that you wish to preview
from the Reason Sent © field e.g. Alerts,
Distribution Lists

e Press Refresh @

#* Q| My workspace | Management | Administration | Reports | Welp | Log out USER: Anne Hayden (Anne Hayde|

el Los e 0
oy o From Bete [Z3/03/2012 [ eous [zai052012 5] Messon Sent Oisiibsion Lot - | pefren
Changa Colmns. Expand Al Colapse Al Expart

Drag a column header here to group by that column
Emaillp, Data Addad Cata Sant
* lall®

81567 11032012 1oE01z

- Tos Last Sand Anampt

Y

a0sa1 082012

Boess weszorz soszorz

80553 27 /42012

e o e a o|@

00552 27/0aiz012 2rivaizosz

Row Court [25 | sethows |

Example: This list shows all the Distribution List emails that have
been sent in the last month

Email Log

All emails that are sent from RiskMan are logged into the

3. To open an email click on the Email ID link in the list

database. The Email Log page allows Administrators to e If the email address of the person who is to receive
the email is incorrect, change the email address in
the Recipient Addresses and/or CC Recipient

Addresses field @

review the email logs to ascertain if emails are being sent or
not. This is useful
e If you are investigating why users may not be

receiving email notifications i.e. incorrect email e If the Date Sent ® field is not empty, clear the

address; mail server has changed and is not content of this field

updated in your Global Settings; emails have

stopped being sent from RiskMan e  Other changes can be made to the email, e.g.

e Tracking emails that have been sent to a particular email subject, email body ©

user e Press Save Changes O at the bottom of the email

To access the Email Log e The email will be re-sent when the next email

1. From the menu select Administration -> Configuration scheduling cycle begins on your RiskMan

-> Email Log

e By default a list of unsent emails will be displayed
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Email Editor
il be picked 50 changes here woukd have a0 effect.
i
9
@
Foa
- A
peson [ [ previen

Body
........ =]
Rephy To Addres: 9
P 5]
Sander Name 5
Samidar Adir 9
Sact Rearon 9
Soarce 5
— o 9
9
9
comment will be added to the body indicating that you have done so. Editing a Password email will destroy

or securit

4. If you want to search for emails sent to a user

e  Ensure you have Unsent Email @ unchecked - so
you are displaying the Sent Email

e Enter the date range ® when the emails were sent
e Ensure Reason Sent = All Items ©

e Filter the Recipient Addresses O field by entering
the first part of the user’s email address (as in the
example below). The system will automatically
filter once you have entered your filter criteria

2D my | | | Reports | Help | Log out | ==
Email Log ©
Unsent Only Do From Date [23/04/2012 = te [23/05/2012 [2] Reasonsent (Al rcems) ]
Mark as sent - [ Markas sent | @
Doubla Clicka row to view the Email
| cmngecoums | | egendar || copsesr | [ eoor |
Drag a column header here to group by that column
Emailin Data added Date sen: T S S =
el ol Fo= @ 17 b "
Begins with
80991 | 31072012 ar0sr2012
Contains
80356 | 24/04/2012 24/04/2012 Sanjay@riskmannet] Doesn't contain
Ends with
80354 | 2¢/04/2012 2410472012 Sanjey@r
Equals
90351 | 24/04/2012 2410472012 Doesn't equal
R .

s st s sap B mn

Attach Document Settings

To be able to attach a document to a notification/activity/
item you need to ensure you have specified the Attach
Document Settings. These are accessible under the
Administration -> Attach Document Settings page

@® | &| My Workspace | Management | Administration | Reports | Help | Log Out USER: System Manager(Manager)l

Attach Document Settings

1. Documents Upload Type (Security Type) - Note : This is a one time setting and cannot be changed in future.

(© Database (High)

File System (Low)
2. Temporary Path [Crems e
3. Max Document Size (MB) ’1—97

Soveimssiseins) €)

O Specify where the document files will be stored -
Database (high security option) or File System (low security
option). If you select

e RiskMan Database: The files will be stored in the
RiskMan Database — This is the recommend option

e Other Database: Files are stored in another sequel
database but on the same server as the RiskMan
database. If this option is selected enter the name of
the database

o Different Server: Files are stored in another sequel
database but on a different server to that of the
RiskMan database. If this option is selected please
contact RiskMan Support - support@riskman.net.au

e File System: Files are stored in folders in a central
location. If this option is selected, enter the path of
where the files will be stored.

Note: It is recommended that this be a folder on the RiskMan
Web Server but not inside any Web Sites as the files could be
exposed through the website

® Temporary Path: All files uploaded or downloaded in an
Internet environment must be saved to a temporary file
location before being saved to the destination location. For
this reason it is necessary to enter the path e.g. c:\Temp
where these files will be stored temporarily - this path can
be changed at any time

© Max Document Size (MB): Specify the maximum size of
the documents that can be attached to a notification/item/
activity - this file size can be changed at any time

O: To save your settings, press Save Upload Settings

System Tools

The Tools options available under the Administration ->
Tools menu provides other system related functions which
can either be

e  Accessible to your RiskMan Administrator; or
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e Accessible via an authentication code provided by
RiskMan Support and possibly only used by or in
conjunction with RiskMan support

The Tools menu option is only available to users with the
following Administrative Permission under the General tab

e Can modify Global Settings

As some Tools can only be used in conjunction with
RiskMan Support; the contact details are
support@riskman.net.au or +61 3 9686 0009

List Structure Editor

This option provides access to the Administration Lists that
are normally hidden under the List & Codes Maintenance
list.

This page is only accessible via an authentication code.

It allows RiskMan Support to make changes to your
System’s setup that are not accessible to RiskMan clients
but are used in conjunction with requests from clients; for
example:

e Audit Log Settings: Defines the logging of specified
events in the RiskMan system. The logging of Assign
and Unassign Manager is often enabled at customer
sites

o LDAP Multiple sites: Defines multiple LDAP servers if
required in an alliance, and when enabled users must
select the server/domain they wish to use

e My Home Page Items: Defines all of the items which
can be displayed on the Home Page

e Auto Post Incident Rules: Defines the conditions under
which incidents should be automatically posted

e  Auto Post Feedback Rules: Defines the conditions
under which feedback should be automatically posted

Note: If you wish to know more about the Admin lists please
contact RiskMan Support - support@riskman.net.au

Menu Editor

This option provides access to the RiskMan menus e.g. My
Workspace, Management, Administration, Reports, Help

This page is only accessible via an authentication code

It allows RiskMan Support to modify, move or include
additional menu items in your RiskMan e.g. Menu items
that might point to your own user documentation

Data Tool

This option allows scripts to be run against your database
and also to extract data from your database.

This page is only accessible via an authentication code

It is usually used by, or in conjunction with RiskMan
Support

Script Tool

This option allows extraction of data from specified tables
in your database e.g. template information; datasets; lists;
front page text.

This page is only accessible via an authentication code

It is usually used by, or in conjunction with RiskMan
Support to extract specific data from your RiskMan
database that may need to be updated into our respective
RiskMan model site when enhancements have been
requested; or copy data from your Training/Live database
to your Live/Training database

Audit Log

The Audit Log allows you to view changes that have been
made to specific parts of your RiskMan e.g. Assign a
Manager, Unassign a Manager; Login Failed; Login Success;
Account update to LDAP; Changes to labels on the Register
Entry Forms and other events.

Auditing can be turned on or off with the assistance of
RiskMan Support

Navigate to Global setting, Scheduled Jobs > 100) Maximum
age (days) of Audit Log entries to set automatic purging
once each respective record type reaches a certain age.

Example: List of items that are audited in RiskMan
To filter your Audit List

e Modify the date range (refer to the RiskMan List Page
Configuration Guide)

e Select a specific Action from the list

® O | MyWorkspace - | Management - | Administrabion - | Raprts » | Help - | Log Out | Feedback Moduie

Audit Log o X

Drag 8 o emdar bare o group by Bt colurn
o || e -] Acson -] action Descigion -

-1 ? ? T
LA 0T 1408 Hasages
2 2

e  Press enter to update the list

Page 7

Valid for Version 19.02


mailto:support@riskman.net.au

) RLDatix RISKMAN QUICK REFERENCE GUIDE TO SYSTEM CONFIGURATION & TOOLS

® | < | vy Workspace - | Management - | Adminstration - | Repoets - | Halp - | Log Out | Faedback Module T

Audit Log o X

r5g 2 colamn header here o grous by thet coumn

sy

AT S Laaren
W AT IS Lauren
2apr207 1552 Lauren

Example: List of all events for a specific date

Find User Tool

This tool allows you to locate all users who have a set of
permissions on RiskMan e.g. you may want to know all the
users who have access to the Incident Inbox or the Risk
Reports

Navigate to Administration > Tools > Find User Tool

Note: This page has not been completely updated to reflect all the
changes to the permissions so may not work for all permissions

® | Q| My workspace | Management | Administration | Reports | Help | Log out

USER: System Manager (Manager}
Find User(s) having Permissions
Canditioms : Must have any ne sermissicn v | Find Uners

UnChack All Check All

User Permizsions for Incents.

Show anly “Alarted” frams in Reparts

Show anly “Alarted” tanss in Tabox

Basic Permissions.
Gan do Ttem entry
Can raview swn subsrdinates antsios
Can apply Distribution Lists (I emabled]
Can “Bookmark” sntries

e

“Barsonal Alerts” (change notification)

A.\,_r‘_o-_w‘f,f.‘f\._rm._..--

Risks (o Campus* /

To search for users with particular access to RiskMan

1. Inthe Conditions list select whether the users need to
have one of the selected permissions or all the selected
permissions

Find User(s) having Permissions

Conditions : Must have any one permission |« Find Users

Must have any one p
Must have All permission(s)

2. Check the respective user permission/s
3. Press Find Users

4. Alist of users matching the selected user permission/s
will display

® | O| vy Workspace | management | Admevstration | Reports | Help | Lop out

]
Find User(s) having Permissions
Conditions 1 Must have 3ny one parmission + (L FindUsers

S A AN AN o A AN B e i

Example: List of Users who have access to the Feedback Inbox

Grant Admin Permissions

This option grants a user access to all the Administrative
permissions where that user’s Administrative permissions
have been removed inadvertently; or remove any
Specific/Restriction Details that have been set against an
Administrative User e.g. Site/Location restrictions

Navigate to Administration > Tools > Grant Admin Tool
This page is only accessible via an authentication code.

Itis used in conjunction with RiskMan Support

Email Log
Emails generated from RiskMan are stored in an Email Log.
(Refer to the RiskMan Email Log Guide)

The Email Log allows you to view sent and unsent emails via
RiskMan to be able to identify issues. Email could be
generated from Alerts, Delegation, Distribution Lists and
Broadcast Emails as an example.

Navigate to Global setting, Scheduled Jobs > 100) Maximum
age (days) of email entries to set automatic purging once
each respective record type reaches a certain age.

Speed Test

This page tests the Internet speed to the RiskMan system
you currently have open

® | Q| my workspace | management | Administration | Reports | Help | Log out | USER: System Manager (Manager)

Riskman Internet Link Speed Test

The image has not finishad loading

( Click to start the Speed Test )

This page can be use:
Tha aceur

Press the Click to Start the Speed Test button
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20| My | Reports | Help | Log out USER: System Manager(Manager)l

Riskman Internet Link Speed Test

Details on acceptable speeds will appear under the speed
of your Internet. If you have concerns relating to the speed
of your Internet Explorer/Network contact your IT Dept

Email Test

This option allows you to test that emails are being sent
from RiskMan

If you have mail setup on your RiskMan the following fields
will be prefilled; Sender’s Name; Senders Email Address;
Reply-To Email Address; Mail Server; Port

® | & My workspace | Management | Administration | Reports | Help | Log out | USER: System Manager (Manager)

RiskMan Email Test Tool

Recipient's Name:
Recipient's Email Address (To):
w

Subject:

Body:

Sender's Name:
Sender's Email Address:

Reply-To Email Address:

Mail Server:

1. Fill in the name and email address of the recipient (you

may want to enter your own details so you can check if
the email was sent)

2. Enter an email subject and email body

3. A username and password maybe required before
sending the email but in most cases this will not be
required

4. Press Send Email

Text Editor Tool

This tool enables you to change the text on some of the
pages on RiskMan. Examples include:

e  Front Page text - this can also be changed from
Administration -> Configuration -> RiskMan Text Editor

e ‘“Create New User Login” page

wsmama 3nd/oc o VHINS Suppart par Pep—

NOTES:

USERNAME Is

PASSWORD Is 5.
in't make 3 typing mistake the first time.
FIRST NAME Is y
SURNAME Is
YOUR Campus™(s The
EMAIL

PHONE

POSITION

work. Hold CTRL and click for multiple Campus™s.
0 you can be contacted

@ it easier to find you.

e “User Login” section on the front page

USER LOGIN

Username

Password

“For New Users” section on the front page

For New Users

If you have never logged
into RISKMAN.MET before,
you can create a login for
yourself now that will
allow you to fill out an
incident form
immediately.

If you wish to do this
please click the button.

[ Create New Login ]
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To access the Text Editor Tool

1. Select Administration -> Tools -> Text Editor Tool

® [ O[ My Workspace | Management | Adminstration | Reports | Help | Log out USER: System Mansger (Hansger)

Taxt Strimge ttnr &

Charge Page 220

T
podties

e e A A b A, g

Page 202 (30 reme) (€] 1 12)

2. Next to the text that you wish to change press the Edit
button

® | O My Workzpace | Mansgement | Admistration | Reports | Help | Log out | [ ——
[mee— s

Casnpe Page e

3. The text will be displayed in HTML mode by default.
Press the Design” button at the bottom of the page

4. Modify the text and press Update

® | D[ My workspace | Management | Adminstration | Reports | Wep | Log Cut |

USEA: Systam Manager (Maragar)
Tot Stringe Edton 5

Camnpe Page S0

1 @ 3

Note: If there are sections of your RiskMan that you would like text
changed but you are unable to find the section in the Text editor
Tool contact RiskMan support - support@riskman.net.au

Recreate RiskMan Procedures

This page allows you to recreate certain SQL procedures
and functions that need to be dynamically generated in the
RiskMan system. If procedures need to be recreated you
will be directed by RiskMan Support

® | O| My Workspace | Management | Adminstraton | Reports | Melp | Logout | USER: System Manager (Mansger)

Recreate RiskMan Procedures

M5 Uner Account

These buttons are spacificall for VHIMS stes.

Testing / Production/ )

It also allows you to turn on debugging which will show you
the database field names that are used on the Register
forms (refer to example below). This can be used by
RiskMan Support to troubleshoot issues that may arise or
when enhancements have been requested

® [ O] My workspace | Management | Admeustration | Reports | Help | Log Out |

Tk
Incident Entry 3

St ths s b oo tha cibant.
Vou il ok b abie o change the form amce entered.

DEBUG: Chek to shaw the Valus' n huts.

D.' = EELE  Medical Record w [0: MedicaiRkecorgho - maxiangth="255"
D Firstiizme - maxiength="255" Il

_a- Surname - marlength="255"

axlangth="100"
g s A A e s NP e A i,

Classification Editor

This tool is used by RiskMan Support & Clients to add, edit
or delete classifications that are used in the newer style
Classification Multiple Selectors (refer to example below).

Necaatal Y| ometetries Y| paediatnc G

Peychiatry. % || Radilogy

Rehabiltation | surgical / Procedural o

Selected Classifications . (Details

In most organisations the Classification Editor and Quality
Activity Classification Editor available under the
Administration menu, is used to maintain your Incident and
Quiality Activity Classifications respectively.

This page is only accessible via an authentication code
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Note: If you are using the newer style Classification Multiple
Selectors and you wish to be able to edit, delete or modify a
classification please contact RiskMan support -
support@riskman.net.au

Indicator Maintenance

This page accesses the queries behind the Indicator sets
This page is only accessible via an authentication code

It is used by RiskMan Support when trouble shooting
Indicators

Code Maintenance for Large Lists

If your organisation experiences delays when opening up
specific lists because they are large e.g. Site/Location list,
an alternative list page to the List & Codes Maintenance is
available - Code Maintenance for Large Lists.

This page contains all the same lists as the standard List &
Codes Maintenance page but enables Administrators to
manage these large lists more efficiently.

Note: Refer to the RiskMan Managing Lists & Codes Guide for
more information. The permission to this menu item can be
changed and the menu item itself can be moved to appear under
or above the List & Codes Maintenance menu, by contacting
RiskMan Support

Auto-Update List

This page displays the list of updates that have not been
applied to your RiskMan system. These updates are
fixes/changes that have been done by RiskMan that may
affect your system. On logging onto RiskMan, a RiskMan
Administrator would automatically see these updates. If
they choose not to proceed with the updates, they will still
be available to update at a later stage on this page

® | Q| My Workspace | Management | Administration | Reports | Help | Log Out USER: System Manager (Manager)

Example: The message a RiskMan Administrator receives if there is
an update to RiskMan. If the user presses OK a list of new and old
updates that have already been applied to that version will
appear. This list can also be viewed from the Auto-Update page

To apply the updates manually
1. Select Tools -> Auto-Update List

2. Press the Apply Update button

® | Q| My workspace | Management | Admnistration | Reports | Help | Log Out USER: System Mansger (Manager)

Description
F back Adding Role id in feedback as a field to preserve where so is a field to

Feedback Field 19 b reserve. Adding the Role Id for the users rolename s
Preserved Set of PFValues where role name exists but role id is null

Apgly Updates
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